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1. Administrative:

· PTSC LAES had no F2F meeting since the SA3LI#59 meeting. However, there was one virtual meeting – June 3rd, 2017.  

· A F2F meeting is scheduled for August 8th, 2016 in San Ramon, CA. 

2. Extended Calling Name  (eCNAM)
· There are several action items with respect to this activity. 

· OTD is going to propose a baseline with the gap analysis. 
· A recommendation was made to co-locate the eCNAM IAP to eCNAM service trigger point. The proposal was accepted and will be incorporated whenever the baseline is drafted. 

Notes:
· Terminating network that serves the called party of a call may query a data base (in originating network or an external 3rd party hosted) to retrieve extended calling name and deliver the same to the called party.   
· If the extended calling name was delivered to the target in an abbreviated form, LEA still would like to get the full name acquired during the data-base query.  
3. Deficiencies in 33.108
· PTSC-LAES chair (Glen Myers, Counter-Link) identified a quite a bit of deficiencies in 33.108. The related PTSC-LAES contribution was attached in the same zip file. 

· PTSC LAES agreed that WTSC LI was suited better within ATIS to discuss the topic further.  

4. Unencrypted Intercept Information
· A proposal from PTSC-LAES chair (Glen Myers, Counter-Link) to start a new project that provides methods of reporting the encryption keys to the LEAs. The Issue Statement required further clarifications and hence, Glen took an assignment to revise and resubmit the Issue Statement.  

Notes:
· Terminating network that serves the called party of a call may query a data base (in originating network or an external 3rd party hosted) to retrieve extended calling name and deliver the same to the called party.   

· If the extended calling name was delivered to the target in an abbreviated form, LEA still would like to get the full name acquired during the data-base query.  
Notes: 
· There was a general agreement on the need to some sort of study covering the Cybersecurity implications, alternative to approaches for providing the encryption keys, limit the scope of the study to simple and common use cases and not to go overboard by including all possible encryption architecture out there.  
5. Cloud Lawful Interception
· This is joint group between PTSC LAES and WTSC LI.

· One virtual meeting were held on – June 6th, 2016. A F2F meeting is scheduled for August 8th, 2016 in San Ramon, CA. 

· LI implications on Cloud based services.

· Still in development.
· The document was in the finishing stage. However, new contributions results in quite a bit of discussions and hence, balloting was further delayed. 

· OTD has new ideas of presenting the cloud based service architecture where the focus would be to put the LI obligation on the provider who has the user information. 

