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Discussion
This editor's note prompted some investigation on the definition of the Ut reference point as well as the recent additions on reporting the Ut reference point and based on this work it is proposed to remove the editor's note.
There are still issues with the support of the Ut reference point highlighted below which affect more than just S8HR. Some of the issues are for roaming situations and others for any LI of the Ut reference point.  These issues need to be addressed for the more general cases before any consideration is given to how the solutions can be adopted to S8HR arrangements.
General case issues:
1. While we have some text in 33.107 in clause 7A.2.2 we don't have an architecture diagram showing that the AS has an IAP and X2 reference point to the DF2 in clause 4.  Since this is XML based and transported over HTTP/HTTP and may use various encryption mechanisms such as TLS (clause 5.2.1.1 in TS 24.623), Ut is not defined to flow through any CSCF.  So the CSCF IAPs for IMS will not suffice for Ut traffic detection and reporting.  So this is ambiguous at best.
2. There are some minor terminology misalignments between 33.108 and 24.623 (which in 5.2.3.1 describes the applicable AS as "An Application Server implements the role of an XCAP server as described subclause 5.3.2 providing the XCAP application usage as described in subclause 6.2". This also creates an ambiguity different from item 1.
Roaming case issues:
1. Since there is no relay or proxy function in the VPLMN for the Ut reference point, the semantic contents are not readily available in the unencrypted use of Ut and not semantically determinable in the encrypted use of Ut in the VPLMN.  We probably need a clarification added to 33.106 to indicate that this is only available and hence reportable by the HPLMN.
2. The FQDN for the HPLMN AS acting as the XCAP server does not need to be standardized in GSMA roaming arrangements, so identifying it for a roaming user may not be possible.
3. There may be issues as to which bearer the Ut reference point uses, again it does not necessarily need to be standardized, further investigation would be required. This may lead to the VPLMN not knowing which flows to access for Ut traffic.
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Editor's Note: The issue of proper GPT-U tunnel selection needs to be described.  E.g. APN, FQDN for GTP-U far end point, etc.
Editor's Note: The issue of Ut interception in the VPLMN may need to be included (only if it is already covered in LBO)
Editor's Note:  The issue of extracting specific RTP media flows out of a GTP-U tunnel needs to be described – tunnel de-multiplexing.
Editor's Note: There needs to be an issue added describing content (codec) reporting.
Editor's Note: There needs to be an issue added on mid-call triggering (e.g. retaining call state of all roaming calls) – do we need an issue about retaining registration state of all S8HR subscribers as well?
Editor's Note: There needs to be text added illustrating some operator policy options available for detection of unwanted encryption and unsupported media.  There may also need some examination of the applicable TFT rules and whether there are any TFT rule gaps.
Editor's Note: There needs to be a description of detecting and reporting the media plane encryption level (e.g. only only integrity protection).
Editor's Note: There needs to be some text explaining BBIFF impact on S-GW when integrated into the S-GW.
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