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Discussion
This contribution adds the assumption that Confidentiality Protection (Encryption of signaling messages and RTP flows) must be disabled at IMS level and more generally at the point of Interception.
***************************Start of first change***************************************************
[bookmark: _Toc442729263][bookmark: _Toc450171139][bookmark: _Toc457262246][bookmark: _Toc457276528]4.1	Assumptions
The following assumptions are used within this study:
1.	LI capabilities adhering to TS 33.108 [4] are already present in the PLMN.
[bookmark: _GoBack]2.	XCAP interception is only performed by the XCAP servers located in the HPLMN, cf. TS 33.108 clause 7.0 [4].  
3. Confidentiality Protection is not enabled by HPLMN (no Confidentiality Protection of SIP messages, and no Confidentiality of  RTP flows) on any of the S8HR bearers, at point of Interception: Gm Interface cf TS 23.228 [XX].
4. For this study, Inbound roamer IMS signalling is expected to be carried over VoLTE default IMS QCI value: cf  GSMA IR.92 clause 4.3.1 [XX]. 
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