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5.2	Key Issue #2 – MSISDN, Tel-URI or SIP-URI Targeted LI
5.2.1	Description
There are several identifiers defined for use in 3GPP PLMNs that can be used to specify the target of LI.  One class of these identifiers in IMS are the Public User Identities (Tel-URI or SIP-URI).  However, the IMS Public User Identity is not explicitly and distinctly used in access level signalling and must be derived from other access level identifiers – the IMSI.
Editor's Note:	Describe the key Issue (i.e. problem statement), including technical constraints and interpretations.
5.2.2	Architectural Requirements 
1. If the solution retains a binding between the targeted Public User Identity and the IMSI at the access level, it shall detect mobility events where the bound identity may not be explicitly changed (e.g. such as registration or re-registration). 
2. If the solution retains a binding between the IMEI and any other identity such as IMSI, it shall ignore for the purposes of the binding mobility events where the bound identity may not be explicitly changed. 
Editor's Note:	Capture agreements on architectural requirements for solving the key issue. This clause may be omitted if deemed unnecessary.
5.2.3	Stage 3 Requirements 
Editor's Note:	Capture agreements on Stage 3 requirements for solving the key issue. This clause may be omitted if deemed unnecessary.
5.2.4	Solution Approaches
Editor's Note:	Describe approaches possible to solve the key issue describedThe first available solution is to include a “mirror” SIP registrar in the LMISF along with the SIP state machine and service state machine(s).  The purpose of this “mirror” SIP registrar is to record all the SIP registration events for all inbound roaming users when S8HR is being used. 
This “mirror” SIP registrar capability will maintain a copy of the current status of all active IMS public user identity registrations for all inbound roaming users when S8HR is being used.  This copy is regardless of whether or not there is an LI service instance active against the public user identity in the serving network. The purpose of this is that an LI service instance may be activated against any public user identity in the serving network at any time after the user’s public user identity is registered such as after initial attach and bearers used by the targeted user will be identified by IMSI only.
There may be some scenarios where the IMS signalling bearer is disconnected prior to a de-registration is sent by the UE to the P-CSCF or the P-CSCF to the UE.  This event is detected by the S-GW/BBIFF as a GTPv2 xxxx message, reported to the LPCF which in turn notifies the LMISF of the de-registration event.
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