[bookmark: _GoBack]SA WG3LI Meeting #60	S3i160043
26-28 January 2016, Dubrovnik, Croatia	
Source:	SPRINT
Title:	P-CR proposing text for key issue #1 IMEI targeting
Document for:	Approval 
Agenda Item:	10 Continued Discussion and New Business
Work Item / Release:	FS_LIV8/Rel- 14
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[bookmark: _Toc324232211][bookmark: _Toc326248702][bookmark: _Toc421821979][bookmark: _Toc424234033]5.1	Key Issue #1 – IMEI Targeted LI
[bookmark: _Toc326248703][bookmark: _Toc421821980][bookmark: _Toc424234034]5.1.1	Description
Editor's Note:	Describe the key Issue (i.e. problem statement), including technical constraints and interpretations.
There are several identifiers defined for use in 3GPP PLMNs that can be used to specify the target of LI.  One of them is the IMEI.  Since the IMEI is not explicitly and distinctly used in IMS, in practical terms, this means that any IMS communication that is related to a subscriber that can be determined to be using a LI targeted device identified by the IMEI, while using that device, must be reported to the LEA through the LI interfaces.
[bookmark: _Toc326248704][bookmark: _Toc421821981][bookmark: _Toc424234035]5.1.2	Architectural Requirements 
Editor's Note:	Capture agreements on architectural requirements for solving the key issue. This clause may be omitted if deemed unnecessary.The following architectural requirements apply to any solutions to this key issue:
1. If the solution retains a binding between the IMEI and any other identity such as IMSI, it shall detect mobility events where the bound identity such as IMSI may be changed (such as for a USIM swap). 
2. If the solution retains a binding between the IMEI and any other identity such as IMSI, it shall ignore for the purposes of the binding mobility events where the bound identity such as IMSI cannot be changed.
[bookmark: _Toc424234036]5.1.3	Stage 3 Requirements 
Editor's Note:	Capture agreements on Stage 3 requirements for solving the key issue. This clause may be omitted if deemed unnecessary.
[bookmark: _Toc424234037]5.1.4	Solution Approaches
Editor's Note:	Describe approaches possible to solve the key issue described.The first available solution is when GRUU is used in the IMS signalling, and is directly derived from the IMEI, then triggering on IMEI matching for an active LI can be performed in the LMISF based on IMS Instance ID matching.  This solution is the same as for HPLMN based IMEI LI of IMS services. This solution will work for mid-call LI activation at the point when the next IMS signalling message is received at the LMISF after the LI activation.
The second available solution is that the BBIFF/S-GW reports any applicable GTPv2 Create Session Request messages to the LPCF which determines if the conditional IMEI IE is present and matches the targeted IMEI from the active LI.  If there is a match, then the LPCF will retain the IMSI until there is a corresponding GTPv2 Delete Session Request without a corresponding Create Session Request.  This IMSI will be used to identify subsequent Create Bearer Requests and Modify Bearer Requests as coming from the targeted IMEI.  When the Delete Session Request is received without a corresponding Create Session Request, it must be assumed that either the targeted IMEI is moving out of network coverage or that there is a USIM swap and potentially a different subscriber (IMSI) may start using the targeted device (IMEI). When the Delete Session Request is received with a corresponding Create Session Request, it can be assumed that it reflects a network mobility event without changing the subscriber (IMSI).
***********************End of first change*************************************************************************
