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Abstract of the contribution: during SA3LI #58 meeting, SA3LI agreed that there was a key issue related to the requirement for VPLMN to be able to prevent the use by a S8HR Roamer-In of confidentiality mechanisms (encryption of VoLTE signalling and media). This contribution is adding this key issue.
This P-CR adds this key issue.
**************************************************start of first change*******************************
[bookmark: _GoBack]5.10	Key Issue #10 – Prevention of unwanted use of confidentiality mechanisms
5.10.1	Description
For VoLTE S8HR Roaming use cases, and to comply with some National Obligations, the signalling and media flows of Roamer-In must be unencrypted to allow Lawful Interception and Retained Data operations take place in an effective manner. To enforce this, a means under control of the VPLMN must be defined to prevent the Roamer-In to use confidentiality mechanisms (signalling and media) which would result in a VPLMN being out of legal compliance.
Editor's Note:	Describe the key Issue (i.e. problem statement), including technical constraints and interpretations.
5.10.2	Architectural Requirements 
Editor's Note:	Capture agreements on architectural requirements for solving the key issue. This clause may be omitted if deemed unnecessary.
5.10.3	Stage 3 Requirements 
Editor's Note:	Capture agreements on Stage 3 requirements for solving the key issue. This clause may be omitted if deemed unnecessary.
5.10.4	Solution Approaches
Editor's Note:	Describe approaches possible to solve the key issue described.

************************************end of last change*****************************************
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