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1. Overall Description:
SA2 requests SA3-LI to review the OMR-based solution (§ 8.2.2) in TR 23.706 (WebRTC Access to IMS) and asks SA3 LI questions:

Does the OMR based solution meet the Lawful Interception requirement?
SA3 LI thanks SA2 to consult SA3 LI about OMR-based solution. From § 8.2.2 of TR 23.706:
“When both the originating WebRTC client and the terminating WebRTC client obtains the peer side SDP information, the WebRTC clients can use the ICE mechanism to notify each other communication address candidates (host, reflexive, and relay), and choose a media path through connectivity checks. …. In this case, the media path is not anchored in the eIMS-AGW and the bear level conversion is not needed any more.”
OMR based solution aims to allow in general a direct communication from WebRTC Client to WebRTC Client, and SA2 proposes to disable OMR by eP-CSCF for a call involving a user under interception.
SA3 LI Analysis:

WebRTC relies on SRTP/DTLS for confidentiality protection: interception of raw data at access level is impossible because of encryption.
At the time of writing it is not clear in case of Roaming-Out use case, if there will be an e-P-CSCF within VPMN allowing control of the signalling in the VPMN (allowing interception in VPMN).

Whatever, to implement Lawful Interception (for a a subscriber subject to interception) with OMR-based solution, it would require to change specifically the media path of the communication under interception to anchor specifically a call that would not be anchored within eIMS-AGWfor the same topology/use case: this solution does not meet the requirement of non-perceptibility of interception.
2. Actions:

To SA2: 
ACTION: 
SA3 LI kindly requests SA2 to take in account that WebRTC with OMR-based solution does not meet Lawful Interception requirements (33.106).
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