Page 1

[bookmark: _Toc319417404]3GPP TSG-SA3-LI Meeting #55	SA3LI14_157r2
Portland, Oregon, USA, 28-30 October 2014
	CR-Form-v11

	CHANGE REQUEST

	

	
	33.108
	CR
	CRNum
	rev
	-
	Current version:
	11.5.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Network ID Fix for HI2 & HI3 (Rel. 11)

	
	

	Source to WG:
	SA3-LI (OTD)

	Source to TSG:
	SA3

	
	

	Work item code:
	LI11
	
	Date:
	[bookmark: _GoBack]2014-11-05

	
	
	
	
	

	Category:
	A
	
	Release:
	Rel-11

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-4	(Release 4)
Rel-5	(Release 5)
Rel-6	(Release 6)
Rel-7	(Release 7)
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
Rel-12	(Release 12)
Rel-13	(Release 13)

	
	

	Reason for change:
	It is mandatory to deliver the Network Element identifier and the Operator ID to the LEMF.  However, in certain sections of 33.108, the text indicates that only the Network Element identifier is sent without an Operator ID.  In addition, it is not possible to code the BM-SC identifier as Table 9.2 of TS 33.108 specifies since the corresponding ASN.1 parameter does not exist.   

	
	

	Summary of change:
	This contribution proposes changes to 33.108 to use the Network Identifier parameter rather than the Network Element identifier as a parameter of IRI records.  In addition, it corrects the reference to the correct coding for the BM-SC identifier. Other errors are also corrected including updating non-existent ASN.1 parameters, updating a reference, spelling, etc.

	
	

	Consequences if not approved:
	Regulatory implications.

	
	

	Clauses affected:
	9.5, 9.5.1.2, 9.5.1.3, 9.5.1.4, 11.5

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	








*** FIRST MODIFICATION ***
[bookmark: _Toc398716832]9.5	IRI for MBMS
[bookmark: _Toc398716833]9.5.0	General
The IRI will in principle be available in the following phases of a data transmission:
1.	At MBMS Service Joining or Leaving.
2.	At MBMS Subscription Activation, Modification and Termination.
3.	At certain times when relevant information are available.
The IRI may be subdivided into the following categories:
1.	Control information for HI2 (e.g. correlation information);
2.	Basic data communication information, for standard data transmission between two parties.
The events defined in TS 33.107 [19] are used to generate records for the delivery via HI2.
There are multiple different event types received at DF2 level. According to each event, a Record is sent to the LEMF if this is required. The following table gives the mapping between event type received at DF2 level and record type sent to the LEMF.
Table 9.1: Mapping between MBMS Events and HI2 records type
	Event
	IRI Record Type

	MBMS Service Joining
	BEGIN

	MBMS Service Leaving
	END

	MBMS Subscription Activation
	REPORT

	MBMS Subscription Modification
	REPORT

	MBMS Subscription Termination
	REPORT

	Start of intercept with MBMS Service Active
	BEGIN



A set of information is used to generate the records. The records used transmit the information from mediation function to LEMF. This set of information can be extended in the ICE or DF2 MF, if this is necessary in a specific country. The following table gives the mapping between information received per event and information sent in records.

NOTE: Support for MBMS over IMS is For Further Study. As a minimum, IMPU and IMPI reporting support will be required.
Table 9.2: Mapping between Events information and IRI information
	parameter
	Description
	HI2 ASN.1 parameter

	observed IMSI
	Target Identifier with the IMSI of the target.
	partyInformation (partyIdentiity)

	event type
	Description which type of event is delivered MBMS Service Joining, MBMS Service Leaving, MBMS Subscription Activation, MBMS Subscription Modification, MBMS Subscription Termination, Start of intercept with MBMS Service Active  etc. 
	mbms-Event

	event date
	Date of the event generation in the BM-SC server.
	Timestamp

	event time
	Time of the event generation in the BM-SC server.
	Timestamp

	BM-SC Identifier
	Name or Identifier of BM-SC
	mbmsInformation
(mbmsBmscName mBMSNODELIST)

	initiator
	This field indicates whether the event being reported is the result of an UE directed action or network initiated/ off-online action when either one can initiate the action.  
	Initiator

	correlation number
	Unique correlation number for each subject MBMS service and MBMS session. It is used for correlating different  IRI records. However the correlation number is not used to correlate subscription related events.
	correlationNumber

	lawful interception identifier
	Unique number for each lawful authorization.
	lawfulInterceptionIdentifier

	MBMS Subscribed Service
	Name or Identifier of the MBMS Service to which the target has subscribed. Must provide explicit identification of service subscribed from all other services (e.g. TV Channel name and name of content to be viewed)
	mbmsInformation
(mbmsServiceName)

	MBMS Service Joining Time
	MBMS Service Joining Time
	mbmsInformation
(mbms-join-time) 

	MBMS Service Subscription List
	List of all users subscribed to MBMS Service to which target has requested Joining.
NOTE:- This list may be very long for some services.
	mbmsInformation
(MbmsSerSubscriberList)

	Visited PLMN ID
	Identity of the visited PLMN to which the user is registered
	visitedPLMNID

	APN
	The Access Point Name contains a logical name on which IP multicast address is defined (see 3GPP TS 23.060 [---TBD---42])
	mbmsInformation
(MBMSapn)

	Multicast/Broadcast Mode
	MBMS bearer service in broadcast or multicast mode
	mbmsInformation
(mbms-Mode)

	IP IP/IPv6 multicast address(multicast mode only)
	IP or IPv6  multicast address identifying the MBMS bearer described by this MBMS Bearer Context.
	mbmsInformation
(mbmsIPIPv6Address)

	List of Downstream Nodes
	List of downstream nodes that have requested the MBMS bearer service and to which notifications and MBMS data have to be forwarded.
	mbmsInformation
(mbmsNodeList)

	MBMS Service Leaving Reason

	Indicates whether the UE initated/requested leaving, or whether BM-SC/network terminated the Serivce Service to the UE (e.g., GSN session dropped or BM-SC subscription expired etc.).
Logically if leaving reason is subscription expiry then subscription terminated report record will also be generated.
	mbmsInformation
(mbmsLeavingReason)

	MBMS Service Subscription Terminated Reason
	Indicates whether the service subscription termination was requested initiated/requested by the user (including via customer services or other off-line means) or whether subscription expired.
	mbmsInformation
(mbmsSubsTermReason)

	network identifier
	Operator ID plus ICE address.
	networkIdentifier



NOTE:	LIID parameter must be present in each record sent to the LEMF.



*** NEXT MODIFICATION ***
[bookmark: _Toc398716835]9.5.1.2	REPORT record information
The REPORT record is used to report non-communication related target actions (events) and for reporting unsuccessful packet-mode communication attempts.
The REPORT record shall be triggered when:
-	the intercept subject's MBMS UE or interception subject via an off-line means (e.g., via internet or customer service centre) performs MBMS Subscription Activation. See Table 9.3
-	the intercept subject's MBMS UE or interception subject via an off-line means (e.g., via internet or customer service centre) performs MBMS Subscription Modification. See Table 9.4
-	the intercept subject's MBMS UE or interception subject via an off-line means (e.g., via internet or customer service centre) performs MBMS Subscription Termination. See Table 9.5
Table 9.3 MBMS Subscription Activation REPORT Record
	Parameter
	MOC
	Description/Conditions

	Observed IMSI
	M
	Shall be provided.

	Event Type
	M
	Provide MBMS Service Joining event type

	Event Time
	M
	Provide the time the event is detected.

	Event Date
	M
	Provide the date the event is detected.

	Lawful Interception Identifier
	M
	Shall be provided

	MBMS Subscribed Service
	M
	Shall be provided.

	Network Element Identifier
	M
	Shall be provided.

	Initiator
	M
	Shall be provided.

	IP/IPv6 Address 				
	C
	Provide IP or IPv6 address of the target if available where target has directly accessed the BM-SC Server to Activate their subscription and not via offline method (eg customer services).

	Visited PLMN ID 				
	C
	Provide PLMN ID of a visited network used by the target in the case of non Home network access to BM-SC server.

	MBMS Service Subscription List 				
	O
	Provided for additional information



Table 9.4: MBMS Subscription Modification REPORT Record
	Parameter
	MOC
	Description/Conditions

	Observed IMSI
	M
	Shall be provided.

	Event Type
	M
	Provide MBMS Service Joining event type

	Event Time
	M
	Provide the time the event is detected.

	Event Date
	M
	Provide the date the event is detected.

	Lawful Interception Identifier
	M
	Shall be provided

	MBMS Subscribed Service
	M
	Shall be provided.

	Network Element Identifier
	M
	Shall be provided.

	Initiator
	M
	Shall be provided.

	IP/IPv6 Address 				
	C
	Provide IP or IPv6 address of the target if available where target has directly accessed the BM-SC Server to Activate their subscription and not via offline method (e.g., customer services).

	Visited PLMN ID 				
	C
	Provide PLMN ID of a visited network used by the target in the case of non Home network access to BM-SC server.

	MBMS Service Subscription List 
	O
	Provided for additional information



Table 9.5: MBMS Subscription Termination REPORT Record
	Parameter
	MOC
	Description/Conditions

	Observed IMSI
	M
	Shall be provided.

	Event Type
	M
	Provide MBMS Service Joining event type

	Event Time
	M
	Provide the time the event is detected.

	Event Date
	M
	Provide the date the event is detected.

	Lawful Interception Identifier
	M
	Shall be provided

	MBMS Subscribed Service
	M
	Shall be provided.

	Network Element Identifier
	M
	Shall be provided.

	Initiator
	M
	Shall be provided.

	IP/IPv6 Address 				
	C
	Provide IP or IPv6 address of the target if available where target has directly accessed the BM-SC Server to Activate their subscription and not via offline method (e.g., customer services).

	Visited PLMN ID 				
	C
	Provide PLMN ID of a visited network used by the target in the case of non Home network access to BM-SC server.

	MBMS Service Subscription List
	O
	Provided for additional information

	MBMS Service Subscription Terminated Reason
	M
	Shall be provided.




*** NEXT MODIFICATION ***
[bookmark: _Toc398716836]9.5.1.3	BEGIN record information
The BEGIN record is used to convey the first event of MBMS service interception.
The BEGIN record shall be triggered when:
-	the intercept subject's MBMS UE successfully joins an MBMS service (MBMS Service Joining). See Table 9.6
-	interception is activated for the intercept subject but the MBMS UE has successfully joined an MBMS service prior to the start of interception (Start of intercept with MBMS Service Active). See Table 9.7

Table 9.6: MBMS Service Joining BEGIN Record
	Parameter
	MOC
	Description/Conditions

	Observed IMSI
	M
	Shall be provided.

	Event Type
	M
	Provide MBMS Service Joining event type

	Event Time
	M
	Provide the time the event is detected.

	Event Date
	M
	Provide the date the event is detected.

	Correlation Number
	M
	Shall be provided.

	Lawful Interception Identifier
	M
	Shall be provided

	MBMS Subscribed Service
	M
	Shall be provided.

	MBMS Service Joining Time
	M
	Provide time at which target joined the MBMS service, or will join the service.

	Network Element Identifier
	M
	Shall be provided.

	Initiator
	M
	Shall be provided.

	IP/IPv6 Multicast Address 	
	C
	Provide IP or IPv6 address of the target if available for multicast services only.

	Visited PLMN ID 				
	C
	Provide PLMN ID of a visited network used by the target in the case of non Home network access to MBMS service.

	Multicast/Broadcast Mode
	M
	Shall be provided.

	APN
	C
	Provide for PS domain access to MBMS. 

	List of Downstream Nodes 	
	C
	Provide in the case of a multicast service, if available.

	MBMS Service Subscription List
	O
	Provided for additional information




Table 9.7: Start of intercept with MBMS Service Active BEGIN Record
	Parameter
	MOC
	Description/Conditions

	Observed IMSI
	M
	Shall be provided.

	Event Type
	M
	Provide MBMS Service Joining event type

	Event Time
	M
	Provide the time the event is detected.

	Event Date
	M
	Provide the date the event is detected.

	Correlation Number
	M
	Shall be provided.

	Lawful Interception Identifier
	M
	Shall be provided

	MBMS Subscribed Service
	M
	Shall be provided.

	MBMS Service Joining Time
	M
	Provide time at which target joined the MBMS service.

	Network Element Identifier
	M
	Shall be provided.

	Initiator
	M
	Shall be provided.

	IP/IPv6 Multicast Address 	
	C
	Provide IP or IPv6 address of the target if available for multicast services only.

	Visited PLMN ID 				
	C
	Provide PLMN ID of a visited network used by the target in the case of non Home network access to MBMS service.

	Multicast/Broadcast Mode
	M
	Shall be provided.

	APN
	C
	Provide for PS domain access to MBMS.

	List of Downstream Nodes 	
	C
	Provide in the case of a multicast service, if available.

	MBMS Service Subscription List
	O
	Provided for additional information




*** NEXT MODIFICATION ***
[bookmark: _Toc398716837]9.5.1.4	END record information
The END record is used to convey the last event of packet-data communication.
The END record shall be triggered when:
-	the intercept subject's MBMS UE successfully leaves an MBMS service or the MBMS service is terminated by the BM_SC (MBMS Service Leaving). See Table 9.8
Table 9.8: MBMS Service Leaving END Record
	Parameter
	MOC
	Description/Conditions

	Observed IMSI
	M
	Shall be provided.

	Event Type
	M
	Provide MBMS Service Joining event type

	Event Time
	M
	Provide the time the event is detected.

	Event Date
	M
	Provide the date the event is detected.

	Correlation Number
	M
	Shall be provided.

	Lawful Interception Identifier
	M
	Shall be provided

	MBMS Subscribed Service
	M
	Shall be provided.

	Network Element Identifier
	M
	Shall be provided.

	Initiator
	M
	Shall be provided.

	IP/IPv6 Multicast Address 	
	C
	Shall be provided.

	Visited PLMN ID 				
	C
	Provide PLMN ID of a visited network used by the target in the case of non Home network access to MBMS service.

	MBMS Service Subscription List
	O
	Provided for additional information

	MBMS Service Leaving Reason
	M
	Shall be provided.




*** NEXT MODIFICATION***
[bookmark: _Toc398716871]11.5	IRI for IMS Conference Services
[bookmark: _Toc398716872]11.5.0	General
The IRI will in principle be available in the following phases of a conference service transmission:
1. At a conference creation, when the target successfully provisions or requests that a conference is created; 
2. At the start of a conference, when the first party is joined to the conference; the conference may be provisioned or requested by the target or the conference is the target of interception;
3.	At the end of a conference, when the last party on the conference leaves or the conference is terminated by the conference server; the conference may be provisioned or requested by the target or the conference is the target of interception;
4.	At certain times when relevant information are available.
The IRI may be subdivided into the following categories:
1.	Control information for HI2 (e.g. correlation information);
2.	Basic data communication information, for standard data transmission between two parties.
The events defined in TS 33.107 [19] are used to generate records for the delivery via HI2.
There are multiple different event types received at DF2 level. According to each event, a Record is sent to the LEMF if this is required. The following table gives the mapping between event type received at DF2 level and record type sent to the LEMF.
Table 11.1: Mapping between IMS Conference Service Events and HI2 records type
	Event
	IRI Record Type

	Start of Conference (successful)
	BEGIN

	Start of Intercept with Conference Active
	BEGIN

	Conference Service Party Join
	CONTINUE

	Conference Service Party Leave
	CONTINUE

	Conference Service Bearer Modify
	CONTINUE

	Conference Service End (unsuccessful)
	CONTINUE

	Conference Service End (successful)
	END

	Start of Conference (unsuccessful)
	REPORT

	Conference Service Creation
	REPORT

	Conference Service Update
	REPORT



A set of information is used to generate the records. The records used transmit the information from mediation function to LEMF. This set of information can be extended in the ICE or DF2 MF, if this is necessary in a specific country. The following table gives the mapping between information received per event and information sent in records.
Table 11.2: Mapping between Events information and IRI information
	Parameter
	description
	HI2 ASN.1 parameter

	Bearer Modify ID
	Identity of the party modifying or attempting to modify a media bearer
	bearerModifyPartyID (partyIdentity)

	Conference End Reason
	Provides a reason for why the conference ended.
	confEndReason

	Conference URI

	A URI associated with the conference being monitored.
	confID 

	Correlation Number
	The correlation number is used to correlate CC and IRI. The correlation number is also used to allow the correlation of IRI records.  
	confCorrelation

	Event Date
	Date of the event generation in the AS/MRFC.
	timestamp

	Event Time

	Time of the event generation in the AS/MRFC server. Timestamp shall be based on the AS/MRFC internal clock.
	

	Event Type
	Description which type of event is delivered: Start of Conference, Party Join, Party Leave, Bearer Modifiy, Start of Intercept on an Active Conference, Conference End
	confEvent

	Failed Bearer Modify Reason
	Provides a reason for why a bearer modification attempt failed
	confEventFailureReason

	Failed Conference End Reason
	Provides a reason for why a conference end attempt failed
	confEventFailureReason

	Failed Conference Start Reason
	Provides a reason for why a conference start attempt failed.
	confEventFailureReason

	Failed Party Join Reason
	Provides a reason for why a party join attempt failed.
	confEventFailureReason

	Failed Party Leave Reason
	Provides a reason for why a party leave attempt failed.
	confEventFailureReason

	Identity(ies) of Conference Controller

	Identifies the parties that have control privileges on the conference, if such information is configured in the system.
	confControllerID (partyIdentity)

	Initiator

	The initiator of a request, for example, the target, the network, a conferee.
	confEventInitiator 

	Join Party ID

	Identity of the party successfully joining or attempting to join the conference.
	joinPartyID  (partyIdentity)

	Join Party Supported Bearers
	Identity of bearer types supported by the party successfully joining the conference
	confPartyInformation (supportedmedia)

	Leave Party ID

	Identity of the party leaving or being requested to leave the conference.
	leavePartyID (partyIdentity)

	List of Conferees

	Identifies each of the conferees currently on a conference (e.g., via SIP URI or TEL URL).
	confPartyInformation (partyIdentity)

	List of Potential Conferees

	Identifies each of the parties to be invited to a conference or permitted to join the conference (if available).
	listOfPotConferees (partyIdentity)

	List of Waiting Conferees
	Identifies each of the conferees awaiting to join a conference (e.g., called in to a conference that has not yet started)
	listOfWaitConferees (partyIdentity)

	Media Modification
	Identifies how the media was modified (i.e., added, removed, or changed) and the value for the media
	mediaModification

	Network Element Identifier
	Operator ID plus ICE address. This is a uUnique identifier for the element reporting the ICE.
	networkIdentifer

	Observed IMPU

	IMS Public User identity (IMPU) of the target.  In some cases, this identity may not be observed by the MRFC. Also see Note 1.
	partyInformation (partyIdentity)

	Observed IMPI

	IMS Private User identity (IMPI) of the target. In some cases, this identity may not be observed by the MRFC.  Also see Note 1.
	partyInformation (partyIdentity)

	Observed Other Identity
	Target identifier with the NAI of the target.
	partyInformation (partyIdentity)

	Party Leave Reason
	Provides a reason for why a party left the conference
	reason

	Party(ies) Affected by Bearer Modification
	The list of parties affected by a media bearer modification 
	confPartyInformation (partyIdentity)

	Potential Conference End Time
	The expected end time of the conference, if such end information is configured in the system.
	potConfEndInfo (timestamp)

	Potential Conference Start Time
	The expected start time of the conference, if start time information is configured in the system.
	potConfStartInfo (timestamp)

	Recurrence Information

	Information indicating the recurrence pattern for the event as configured for the created conference.
	RecurrenceInfo

	Supported Bearers
	Provides all bearer types supported by a conferee in a conference
	confPartyInformation (supportedmedia)

	Temporary Conference URI
	A temporarily allocated URI associated with a conference being monitored.
	tempConfID



NOTE 1:	In most cases, either the IMPU or IMPI may be available, but not necessarily both.
NOTE 2:	LIID parameter must be present in each record sent to the LEMF.

*** END OF MODIFICATIONS ***
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