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Background

At the last SA3LI meeting (SA3LI#53), the following text was added to the 3GPP TS 33.107 in clause 7A.8: 
7A.8
IMS IMEI Interception

The use of Instance ID in TS 24.229[49] is mandatory in IMS in order to support IMEI based LI in the CSCF. The CSCF is required to have access to the Instance IDs for all active IMS registrations regardless of whether LI has been requested prior to UE registration for a given IMEI. The CSCF shall be responsible for extracting the IMEI from the Instance ID where required for a specific target interception and providing the IMEI to the DF2. The IMEI (when available) shall be provided by the CSCF to the DF2 for all intercepted communication regardless of whether the IMEI or another identifier has been used as the target for interception.

The text was added to satisfy the requirement of providing IMEI-based LI in IMS networks. But, the text shown above mentions IMEI based LI in CSCF. In the earlier versions of 3GPP TS 33.107, LI in CSCF and LI in IMS perhaps had the same meaning because the specification was just addressing the IRI for IMS based services. With the recent additions of IMS-based VoIP, where the CC interception is now specified, LI in IMS is not synonymous with LI in CSCF.  
Discussion Point #1

According to the current stage 2 text in 3GPP TS 33.107, the IRI interception is done at S-CSCF and optionally at P-CSCF. In an IMS roaming scenario, in the visited network, the IRI interception is done at P-CSCF. For conference calls (note that a basic call can become a conference call when the target invokes an adhoc conference call to add a party to the existing call), according to the current 33.107, the IRI interception for that call may happen at AS/MRFC. So, in reality, the IRI interception for IMS-based services may happen in network nodes other than the CSCFs. But, the above text in 7A.8 says LI in CSCFs. 

· Does the text 7A.8 imply that IMEI-based interception is required only for IMS IRI interception and when such interception is done only at the CSCFs? If not, more clarifications will be required to specify the functional requirements on other IMS nodes as well (e.g., AS/MRFC). 
Discussion Point #2

When an incoming to a target is forwarded, the target’s UE may not be involved in the call (other than the call forwarding no answer case). Moreover, the call forwarding happens due to feature assignment to SIP URI or TEL URI and as such the call forwarding (even the call forwarding no answer) has nothing to do with the UE. 

· Should the requirement be such that the IMEI-based interception is to be supported if and only if the UE is involved in the call (i.e., originating call and terminating call)? If not, more clarifications are needed to explain that the IMEI associated with the UE may have to be transported in the History Info. But, this paper strongly discourages going in that direction. In other words, limit the IMEI based interception only when the UE is involved in the call.  

Discussion Point #3

As per the recent changes to 33.107 on IMS-based VoIP, the communication content (CC) interception may happen at the PDN-GW/GGSN, IMS-AGW, IM-MGW, TrGW or MRF and the trigger for the CC interception may be generated at P-CSCF (for PDN-GW/GGSN, IMS-AGW), MGCF (IM-MGW), IBCF (TrGW) and S-CSCF (MRF). The requirements in 33.107 also imply that the target identity for IRI and CC interception are the same. Anyway, if the IMEI-based interception is not applicable to forwarded calls, one need not worry about the MGCF/IM-MGW, IBCF/TRGW cases. But, in an IMS roaming scenario, the SIP REGISTER from the visited network enters the home-network through the IBCF and the CC interception happens at the TrGW (triggered by the IBCF). So, IBCF is not completely out of the scope. 
· Should the IMEI-based interception also apply for VoIP LI and in particular should it also apply to CC interception? If yes, more clarifications are needed.  To cover the IMS roaming scenario, IBCF may be impacted. 

Summary and Conclusion

The text in 7A.8 may require some clarifications 1) to exclude the case of call forwarding, 2) to include the case of CC interception for VoIP, and 3) to include the case of IMS roaming scenario. The CR SA3LI14_105 includes the some clarification in 7A.8 for the first case – exclude the IMEI based LI for call forwarding case. To address the other cases, some discussion will be required to carefully draft the text. The following is an attempt: 

 7A.8
IMS IMEI Interception

The use of Instance ID in TS 24.229[49] is mandatory in IMS in order to support IMEI based LI in the IMS. The IMS network node (e.g., CSCF, AS, IBCF)  is required to have access to the Instance IDs for all active IMS registrations regardless of whether LI has been requested prior to UE registration for a given IMEI. The IMS network node shall be responsible for extracting the IMEI from the Instance ID where required for a specific target interception and providing the IMEI to the DF2/DF3. The IMEI (when available) shall be provided by the IMS network node to the DF2/DF3 for all intercepted communication regardless of whether the IMEI or another identifier has been used as the target for interception.
No CR was drafted to capture the above proposal because some discussion will need to occur to understand the requirements. If some consensus is reached for a proposed text change, a CR could be drafted during the 3-day meeting period. 

