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Summary
No changes are needed to 3GPP stage 2 or 3 standards to support IMEI targeted LI service for LTE packet reporting.
Discussion

For an IMEI targeted LI service for packet reporting to be comprehensively available, these characteristics are essential:

1. The IMEI identity is present in all devices which will use services of interest, in this case packet access independent of the RAT.

2. The IMEI is globally unique and immutable.

3. The IMEI is retrievable from the ME.

4. The IMEI retrieval is not be identifiable by the user as an LI service action.

5. The IMEI is associated with service and resource usage to allow filtering from other usage and reporting of the target usage only.

6. All active IMEI associations with service and resource usage are retained by network infrastructure to allow for possible mid-service LI service activation on a specific ME targeted by IMEI.
Taking each of these characteristics in turn:

IMEI present in all devices

3GPP specifications have sufficient text indicating that for any ME with 3GPP specific RAT interfaces, IMEIs must be present. MEs without any 3GPP RAT interfaces are out of scope of 3GPP ME/RAT specifications, so the presence of an IMEI in a ME will be defined by the SDOs having oversight of the RAT, for example IEEE and WiFi Alliance for WiFi RAT. While MEs without any 3GPP defined RAT interfaces represent a corner case from standards only perspective, some practicality must be applied such as regulatory and business hurdles to overcome which indicate that this corner case is unlikely to emerge for a few years if ever.
IMEI is globally unique and immutable
The globally unique aspect of the IMEI is administered by GSMA and implemented by ME vendors. The immutable aspects of IMEIs are described in both 3GPP and GSMA specifications. Enforcement of both by GSMA is limited and enforcement by PLMN operators is limited to denying service to detected violations for both roaming and non-roaming subscribers and possibly any recourse which may be contained in contracts with ME vendors.  3GPP specifications have sufficient text describing the IMEI numbering requirements and any more comprehensive enforcement of these requirements is outside the scope of 3GPP and GSMA.
IMEI is retrievable from the ME

There are already several mechanisms available for retrieving the IMEI while the UE is operating on a LTE RAN.  These can be found in TS 23.401, and TS 24.301 and include: IDENTITY REQUEST, including the IMEI in the SECURITY MODE COMPLETE message. If, how and when these capabilities are deployed is dependent for the most part on the PLMN operator’s security and fraud posture and defining the usage is outside the scope of 3GPP specifications.
In addition to the issue described above for the obscure corner case for devices without 3GPP RAT interfaces may not have IMEIs, non-3GPP IP-CANs also may not have (standards) specified procedures supporting the retrieval of an IMEI in the RAT’s signaling plane so the IMEI may not be available reliably for some offloading or inter-RAT handover scenarios. The definition of a signaling plane capability for IMEI retrieval as above for a non-3GPP specified RAT is outside the scope of 3GPP and must be defined by the SDOs having oversight of the RAT.
IMEI retrieval not detectable by the user
When the IMEI is retrieved through control plane (S1-C), or user plane in a O&M APN is virtually undetectable and uninterruptable by the user.  If it is part of the normal fraud detection function of a PLMN operator it is indistinguishable from normal O&M operations as well.
The IMEI is associated with service and resource usage for both IMEI target filtering and mid-call triggering
In reviewing the applicable stage 2 and 3 specifications (TS 23.401, TS 29.274, TS 29.272, and TS 24.301) it is clear that for LTE, the opportunity to deliver the IMEI association with service and resource usage is supported in the standards for delivery to all the network elements which may contain an IAP (P-GW, SGW, MME, HSS). And since this is already specified in 33.107 and 33.108 at least for LTE access and is sufficient from a standards perspective, no additions are required.
The issue here is one that is outside the scope of standards and hence can’t be addressed by any changes or additions to existing standards.  For the IMEI targeted LI service for LTE packet reporting to work, the IMEI must be retained in the network element containing the IAP in a resource or subscriber context or state for the duration that the binding is active and reporting to the LEMF is required. There is no commercial service use or value for this capability.  There are two commercial uses for retrieving IMEIs -  fraud detection and device model identity – but their deployment do not meet this requirement of maintaining an association of the globally unique IMEI with the LTE resource being reported by the LI service.
The fraud detection only retrieves the IMEI at initial attach (or other times when the UE’s security context needs to be renewed (such as at some MME handovers).  Once the IMEI has been verified against the EIR, there is no need to retain the IMEI as it is assumed that the ME will not change as long as the security context is still valid.  And even when the security context is no longer valid, the IMEI is re-retrieved to verify that there wasn’t any switch to a fraudulent ME (or the ME’s IMEI was added to the EIR black list).  Also the checking of IMEIs is limited to MMEs and HSS (connecting to EIRs).  Finally IMEI verification as part of fraud management is not universally deployed among PLMN operators worldwide.

The other possible commercial use is using the device vendor’s model id component of the IMEI to determine any device specific behavior.  So for example, a specific smart phone with a specific screen size can be identified by using the vendor’s model id.  This also is not used very commonly and the use is not standardized beyond the format of the device model id in the IMEI.  It is likely that within any proprietary or operator specific systems using this, that only the device model id is retained (and is used by higher layered services) and the globally unique IMEI identity elements discarded.  There are also a number of competing mechanisms to obtain device model specific characteristics and integrate them into tailored user interaction services such as USIM, OMA DM.  Radio feature support by different UEs is signaled directly between the ME and the eNB, not relying on a significantly more complex arrangement of using the vendor device model id in the IMEI.

Note that the difference between IMEI target filtering of LTE resource reporting and mid-call trigger may be primarily one of scale.  The network element containing an IAP supporting IMEI filtering only maintains a subscriber context in the IAP of only those active IMEI targets (IMEI filtering) will require much less computing resources than an IAP supporting mid-call IMEI triggering since it requires this IAP to maintain subscriber contexts of all active subscribers in case an IMEI targeted LI service is activated an active subscriber.
