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	Reason for change:
	Add civic address information on top of existing location information such as Global Cell ID or an IP address. 

	
	

	Summary of change:
	National requirement request to add civic address information on top of existing location information. 
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	The alternative may be the development of solution based on “national parameters” in HI2.
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	Other comments:
	


*** FIRST MODIFICATION ***
· 5.11
Location Information
Depending on national requirements, the CSP may be required to report the location of the Target at the beginning and end of CS calls and PS and IMS sessions on a per warrant or per intercept basis.  It may also be a national requirement for the CSP to report the location of the Target during on-going communications.

NOTE 1:
Currently, in some cases, the location of the Target might not be available.

The location information reported to the LEA shall be trusted location information (i.e., the location information is either network derived or network verified).

NOTE 2:
IMS trusted location information is under study in SA2 and reporting for LI is FFS.
National regulations may require the CSP to provide the LEA with civic address associated with the access network point, as known by the 3GPP operator. 
*** END OF FIRST MODIFICATION ***
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