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Abstract of the contribution:

3GPP is working on a feature to standardize support for WebRTC. There are Stage 1 requirements from SA1 and SA2 is currently actively working on it for Release 12. The document is just to present what is WebRTC and possible LI issues.

=> Have we to deal with such development in LI standardization? Are there any needs to study or to regularly check SA 1, SA2 and SA3 development related to:

· the two main different scenarios of development (ie Peer to peer communications initiated by signalling with IMS core, and Communications vs “signalling and content through IMS core network”),
·  LI impact in case of roaming, and in case of local breakout

· any LI impact induce by the encryption of communications based on WebRTC ? 

As the works of SA2, SA3 is still on going. Many of these questions may not be answered. 
How can we handle the case ?
What is WebRTC
WebRTC is a concept, mainly a protocol suite , based on new IETF RFC or draft IETF RFC :
http://tools.ietf.org/wg/rtcweb/draft-ietf-rtcweb-overview/
“This protocol intended for use with real-time applications that can be deployed in browsers - "real time communication on the Web". “
“The goal of the RTCWEB protocol specification is to specify a set of protocols that, if all are implemented, will allow an implementation to communicate with another implementation using audio, video and data sent along the most direct possible path between the participants.”
“the vision is that the browser will have the functions that are needed for a Web application, working in conjunction with its backend servers, to implement these functions.
           +-----------+             +-----------+
                |   Web     |             |   Web     |
                |           |  Signaling  |           |
                |           |-------------|           |
                |  Server   |   path      |  Server   |
                |           |             |           |
                +-----------+             +-----------+
                    /                             \ Application-defined
                   /                               \ over
                  /                                 \ HTTP/Websockets
                 /  Application-defined over         \
                /   HTTP/Websockets                   
         +-----------+                           +-----------+
         |JS/HTML/CSS|                           |JS/HTML/CSS|
         +-----------+                           +-----------+
         +-----------+                           +-----------+
         |           |                           |           |
         |           |                           |           |
         |  Browser  | ------------------------- |  Browser  |
         |           |          Media path       |           |
         |           |                           |           |
         +-----------+                           +-----------+

The document don’t propose to discuss to this specific IETF architecture, but the architecture based on documents discussed inside 3GPP SA1 and SA2, mainly the TR 23 701, Web Real Time Communication (WebRTC) Access to IMS.
IMS-WEBRTC architecture
The architecture (including the support of WebRTC clients access to IMS for clients on a 3GPP UE that are roaming at access level) for following scenarios: 
· when 3GPP or non 3GPP access is used (common IMS)

· when the UE is non roaming at access level or when Home Routed access is used (these scenarios have priority for the SA 2 work)

· whether IMS roaming architecture is used in case of 3GPP LBO will be studied

The basic architecture is
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The main point seems the introduction of the interworking function (IWF), the rtcWeb IWF, and a Getway control by PCRF/RACS in front of the IMS Access Gateway. That gateway could be own by a third party than the IMS operator.
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The WebRTC Media Function
A WebRTC Media function could be added. It perform interworking between the protocol used on the Gwebrtc interface and SIP used on the Mw interface, and transcoding between audio codecs used in the UE and used by the IMS.
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The architecture shall support the WebRTC IMS client use of the following protocols over DataChannels (as defined for WebRTC) and shall support interworking at the access edge with the transport options supported for these protocols by IMS: MSRP, BFCP and T.140.

=> As the architecture shall support the option for the WebRTC IMS client to use a standard web identity/authentication mechanism for IMS registration. Are they any issue at the LI level? 
For LI architecture: are there any need to introduce a new interception point or just to keep LI function at the  PCRF/CSCF and the BGF/ATW  and clearly describe the case ? Are there any better solution , even it introduce a new interception point ?
With such points of interception, we may make use of for performing the interception of the service if the service is based on the concept of “end to edge” / “UE to IMS”. 

However; they may be solution supporting only peer-to-peer routing of content without the content entering the operator’s IMS network. (such case seems not to be described in the TR)
How to handle the LI case related to the capture and delivery of CC to LEMF if SA1 and SA2 wish one day such development ? 
The case of the content being routed via the operator’s network is not a major issue, except the encryption issue, as WebRTC is by de facto encrypted. Either the LEMF will get the keys, either the “en claire” content has to be delivered to the LEMF:
For Li architecture, how to handle the encryption keys issue, if any needs to get the raw data and keys separately , required by some jurisdiction ? To get the IP source and Port source used by the target to be connected to the IMS specially if there are no specific roaming aggrement that may cover the webRTC usage.
As in front of the (IMS) gateway, WebRTC is treated as internet traffic. In case of roaming, the visited network will see it as any other internet traffic. Is it and issue to be studied later? 

Main points to be discussed ; 

What can do SA3 LI about LI of  future WebRTC development ? Is it too earlier to do it as SA2 and SA1 have not fixed on one solution or scenarios yet ? 

Roaming, New target Ids, Location/tracking information may have an impact on LI. Let’s see whether this remains the case 
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