
3GPP TSG-SA3LI Meeting #51
SA3LI13_101r1
22-24 October; Burlington, VT, USA

	CR-Form-v11

	CHANGE REQUEST

	

	
	33.108
	CR
	CRNum
	rev
	-
	Current version:
	12.2.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X


	

	Title:

	Correction to I-WLAN LI location information reporting

	
	

	Source to WG:
	Sprint

	Source to TSG:
	S3

	
	

	Work item code:
	LI12
	
	Date:
	2013-10-24

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-12

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)

	
	

	Reason for change:
	WLAN Location information element wLANLocationName has no basis in either TS 29.234 or RFC 5580

	
	

	Summary of change:
	Correct the IE to refer to wLANLocationData which is defined in TS 29.234 and RFC 5580

	
	

	Consequences if not approved:
	Operators will not meet regulatory LI obligations when WLAN is deployed since required location information will not be reported.

	
	

	Clauses affected:
	8.5, 8.5.1.2, 8.5.1.3, and B.7

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


********************************Start of First Change*********************************
8.5
IRI for I-WLAN

The IRI will in principle be available in the following phases of a data transmission:

1.
At I-WLAN access initiation attempt, when the target identity becomes active, at which time packet transmission may or may not occur (at the set up of a I-WLAN tunnel, the target may be the originating or terminating party);

2.
At the end of a connection, when the target identity becomes inactive (removal of a I-WLAN tunnel);

3.
At certain times when relevant information are available.

In addition, information on non-transmission related actions of a target constitute IRI and is sent via HI2, e.g. information on subscriber controlled input.

The IRI may be subdivided into the following categories:

1.
Control information for HI2 (e.g. correlation information);

2.
Basic data communication information, for standard data transmission between two parties.

The events defined in TS 33.107 [19] are used to generate records for the delivery via HI2.

There are multiple different event types received at DF2 level. According to each event, a Record is sent to the LEMF if this is required. The following table gives the mapping between event type received at DF2 level and record type sent to the LEMF.

Table 8.1: Mapping between I-WLAN Events and HI2 records type
	Event
	IRI Record Type

	I-WLAN Access Initiation
	REPORT

	I-WLAN Access Termination
	REPORT

	I-WLAN Tunnel Establishment (successful)
	BEGIN

	I-WLAN Tunnel Establishment (unsuccessful)
	REPORT

	I-WLAN Tunnel Disconnect
	END

	Start of intercept with I-WLAN Communication Active
	BEGIN or REPORT


A set of information is used to generate the records. The records used transmit the information from mediation function to LEMF. This set of information can be extended in the ICE or DF2 MF, if this is necessary in a specific country. The following table gives the mapping between information received per event and information sent in records.

For the event “Start of intercept with I-WLAN Communication Active” reported from a AAA server, this event is reported using a:

· REPORT record to provide an indication that I-WLAN Access Initiation event has already occurred, but there are no tunnels established yet.

· BEGIN record to provide an indication that one or more I-WLAN Tunnels are already established.

Table 8.2: Mapping between Events information and IRI information

	parameter
	description
	HI2 ASN.1 parameter

	observed MSISDN
	Target Identifier with the MSISDN of the target subscriber (monitored subscriber).
	partyInformation (partyIdentiity)

	observed IMSI
	Target Identifier with the IMSI of the target subscriber (monitored subscriber).
	partyInformation (partyIdentity)

	observed NAI 
	Target Identifier with the NAI of the target subscriber (monitored subscriber).
	partyInformation (partyIdentity)

	event type
	Description which type of event is delivered: I-WLAN Access Initiation, I-WLAN Access Termination, I-WLAN Tunnel Establishment, I-WLAN Tunnel Disconnect, Start of Intercept with I-WLAN Communication Active, etc. 
	i-WLANevent

	event date
	Date of the event generation in the PDG or AAA server.
	timestamp

	event time
	Time of the event generation in the PDG or AAA server.
	

	WLAN access point name
	The WLAN Access Point Name contains a logical name of the access point (see 3GPP TS 23.060 [---TBD---])
	partyInformation

(services-Data-Information)

	initiator
	This field indicates whether the event being reported is the result of an MS directed action or network initiated action when either one can initiate the action.  
	initiator

	correlation number
	Unique number for each I-WLAN tunnel delivered to the LEMF, to help the LEA, to have a correlation between each I-WLAN tunnel and the IRI. 
	correlationNumber

	lawful interception identifier
	Unique number for each lawful authorization.
	lawfulInterceptionIdentifier

	WLAN UE Local IP address
	The Local IP address used by the target in a WLAN AN.
	partyInformation

(services-data-information)

	WLAN UE MAC address
	MAC Address of WLAN UE on the WLAN 
	i-WLANInformation

 (wLANMACAddress)

	WLAN Remote IP address 
	It is the IP address of the WLAN UE in the network being accessed by the WLAN UE and is used in the data packet encapsulated by the WLAN UE-initiated tunnel.  In addition, it is the source address used by applications in the WLAN UE. 
	partyInformation

(services-data-information)

	network identifier
	Operator ID plus PDG or AAA server address.
	networkIdentifier

	WLAN Operator name
	This field identifies the WLAN Operator serving the intercept subject.
	i-WLANInformation

 (wLANOperatorName)

	WLAN Location Data
	This field identifies the location of the WLAN serving the subject.
	i-WLANInformation

(wLANLocationData)

	WLAN Location Information
	This field provides detailed location information about the WLAN serving the intercept subject. 
	i-WLANInformation

(wLANLocationInformation)

	NAS IP/IPv6 address
	An IP address of the serving Network Access Server.
	i-WLANInformation

 (nasIPIPv6Address)

	visited PLMN ID
	This field identifies the visited PLMN that will either terminate or tunnel the intercept subject's communications to the Home PLMN.
	visitedPLMNID

	session alive timer
	Thi field identifies the expected maximum duraton of the I-WLAN access being initiated. 
	i-WLANInformation

(sessionAliveTimer)

	failed access reason
	This field gives information about the reason for a failed access initiation attempt of the target subscriber.
	i-WLANOperationErrorCode

	session termination reason
	This field identifies the reason for the termination of the I-WLAN access.
	i-WLANOperationErrorCode

	failed tunnel establishment reason
	This field gives information ("Authentication failed" or Authorization failed") about the reason for a failed tunnel establishment of the target subscriber.
	i-WLANOperationErrorCode

	tunnel disconnect reason
	This field gives information about the reason for tunnel disconnect of the target subscriber. (For Further Study).
	i-WLANOperationErrorCode

	NSAPI
	Network layer Service Access Point Identifier.

Information element contains an NSAPI identifying a PDP Context in a mobility management context specified by the Tunnel Endpoint Identifier Control Plane.

This is an optional parameter to help DF/MF and LEA's to distinguish between the sending mobile access networks when the GGSN is used as element of the PDG according TS 23.234 [43].
	nSAPI


NOTE:
LIID parameter must be present in each record sent to the LEMF.

8.5.1
Events and information

8.5.1.1
Overview

This clause describes the information sent from the Delivery Function (DF) to the Law Enforcement Monitoring Facility (LEMF) to support Lawful Interception (LI). The information is described as records and information carried by a record. This focus is on describing the information being transferred to the LEMF.

The IRI events and data are encoded into records as defined in the Table 8.1 Mapping between I-WLAN Events and HI2 records type and Annex B.7 Intercept related information (HI2). IRI is described in terms of a 'causing event' and information associated with that event. Within each IRI record there is a set of events and associated information elements to support the particular service.

The communication events described in Table 8.1: Mapping between I-WLAN Events and HI2 record type and Table 8.2: Mapping between Events information and IRI information convey the basic information for reporting the disposition of a communication. This clause describes those events and supporting information.

Each record described in this clause consists of a set of parameters. Each parameter is either:

mandatory (M)
- required for the record,

conditional (C)
- required in situations where a condition is met (the condition is given in the Description), or

optional (O)
- provided at the discretion of the implementation.

The information to be carried by each parameter is identified. Both optional and conditional parameters are considered to be OPTIONAL syntactically in ASN.1 Stage 3 descriptions. The Stage 2 inclusion takes precedence over Stage 3 syntax.

8.5.1.2
REPORT record information

The REPORT record is used to report non-communication related subscriber actions (events) and for reporting unsuccessful packet-mode communication attempts.

The REPORT record shall be triggered when:

-
the intercept subject's WLAN UE performs a (successful or unsuccessful) I-WLAN access initiation procedure (triggered by AAA server);

-
the intercept subject’s WLAN UE performs a (successful or unsuccessful) re-authentication (triggered by AAA server);

-
the intercept subject's WLAN UE performs a I-WLAN access termination detach procedure (triggered by AAA server);

-
the intercept subject's WLAN UE is unsuccessful at performing a I-WLAN tunnel establishment procedure (triggered by AAA server or PDG);

-
the interception of a subject's communications is started and the WLAN UE has already successfully performed a I-WLAN access initiation procedure (triggered by AAA server), but there are no tunnels established.

Table 8.3: I-WLAN Access Initiation REPORT Record

	Parameter
	MOC
	Description/Conditions

	observed MSISDN
	
	

	observed IMSI
	C
	Provide at least one and others when available.

	observed NAI
	
	

	event type
	C
	Provide I-WLAN Initiation event type.

	event date
	M
	Provide the date and time the event is detected.

	event time
	
	

	network identifier
	M
	Shall be provided.

	lawful intercept identifier
	M
	Shall be provided.

	WLAN Operator Name
	C
	Provide, when available, to identify the WLAN operator serving the intercept subject.

	WLAN Location Data
	C
	Provide, when available, to identify the WLAN location serving the intercept subject.

	WLAN Location Information
	C
	Provide, when available, to identify the location information of the WLAN serving the intercept subject.

	NAS IP/IPv6 address
	C
	Provide, when available, to identify the address of the NAS serving the intercept subject.

	WLAN UE MAC address
	C
	Provide, when available, to identify the MAC address of the intercept subject in the WLAN serving the intercept subject.

	visited PLMN ID
	C
	Provide, when available, to identiy the visited PLMN that will either terminate or tunnel the subject's communications to the Home PLMN.

	session alive time
	C
	Provide, when available, to identify the expected maximum duration of the I-WLAN Access being initiated.

	failed access reason
	C
	Provide information about the reason for failed access initiation attempts of the target subscriber.


Table 8.4: I-WLAN Access Termination REPORT Record

	Parameter
	MOC
	Description/Conditions

	observed MSISDN
	
	

	observed IMSI
	C
	Provide at least one and others when available.

	observed NAI
	
	

	event type
	C
	Provide I-WLAN Access Termination event type.

	event date
	M
	Provide the date and time the event is detected.

	event time
	
	

	network identifier
	M
	Shall be provided.

	lawful intercept identifier
	M
	Shall be provided.

	WLAN Operator Name
	C
	Provide, when available, to identify the WLAN operator serving the intercept subject.

	WLAN Location Data
	C
	Provide, when available, to identify the WLAN location serving the intercept subject.

	WLAN Location Information
	C
	Provide, when authorized, to identify the location information of the WLAN serving the intercept subject.

	NAS IP/IPv6 address
	C
	Provide, when available, to identify the address of the NAS serving the intercept subject.

	WLAN UE MAC address
	C
	Provide, when available, to identify the MAC address of the intercept subject in the WLAN serving the intercept subject.

	session termination reason
	C
	Provide information about the reason for termination of I-WLAN access of the target subscriber.


Table 8.5: I-WLAN Tunnel Establishment (unsuccessful) REPORT Record - PDG

	Parameter
	MOC
	Description/Conditions

	observed MSISDN
	
	

	observed IMSI
	C
	Provide at least one and others when available.

	observed NAI
	
	

	event type
	C
	Provide I-WLAN Tunnel Establishment event type.

	event date
	M
	Provide the date and time the event is detected.

	event time
	
	

	WLAN access point name
	C
	Provide to identify the packet data network to which the intercept subject requested to be connected when the intercept subject's WLAN UE is unsuccessful at performing a I-WLAN tunnel establishment procedure (MS to Network).

	network identifier
	M
	Shall be provided. 

	lawful intercept identifier
	M
	Shall be provided.

	WLAN UE Local IP address
	C
	Provide, when available, to identify the IP address associated with the intercept subject in the WLAN.  

	WLAN UE Remote IP address
	C
	Provide, when available, to identify the IP address associated with the intercept subject in the network being accessed by the intercept subject.  

	failed I-WLAN tunnel establishment reason
	C
	Provide information about the reason for failed I-WLAN tunnel establishment attempts of the target subscriber.


Table 8.6: I-WLAN Tunnel Establishment (unsuccessful) REPORT Record – AAA Server

	Parameter
	MOC
	Description/Conditions

	observed MSISDN
	
	

	observed IMSI
	C
	Provide at least one and others when available.

	observed NAI
	
	

	event type
	C
	Provide I-WLAN Tunnel Establishment event type.

	event date
	M
	Provide the date and time the event is detected.

	event time
	
	

	WLAN access point name
	C
	Provide to identify the packet data network to which the intercept subject requested to be connected when the intercept subject's WLAN UE is unsuccessful at performing a I-WLAN tunnel establishment procedure (MS to Network).

	network identifier
	M
	Shall be provided. 

	lawful intercept identifier
	M
	Shall be provided.

	failed I-WLAN tunnel establishment reason
	C
	Provide information about the reason for failed I-WLAN tunnel establishment attempts of the target subscriber.

	visited PLMN ID
	C
	Provide, when available, to identiy the visited PLMN that will either terminate or tunnel the subject's communications to the Home PLMN.


Table 8.7: Start of Intercept With I-WLAN Communication Active REPORT Record – AAA Server

	Parameter
	MOC
	Description/Conditions

	observed MSISDN
	
	

	observed IMSI
	C
	Provide at least one and others when available.

	observed NAI
	
	

	event type
	C
	Provide Start of Intercept With I-WLAN Communication Active event type.

	event date
	M
	Provide the date and time the event is detected.

	event time
	
	

	network identifier
	M
	Shall be provided.

	lawful intercept identifier
	M
	Shall be provided.

	WLAN Operator Name
	C
	Provide, when available, to identify the WLAN operator serving the intercept subject.

	WLAN Location Data
	C
	Provide, when available, to identify the WLAN location serving the intercept subject.

	WLAN Location Information
	C
	Provide, when available, to identify the location information of the WLAN serving the intercept subject.

	NAS IP/IPv6 address
	C
	Provide, when available, to identify the address of the NAS serving the intercept subject.

	WLAN UE MAC address
	C
	Provide, when available, to identify the MAC address of the intercept subject in the WLAN serving the intercept subject.

	visited PLMN ID
	C
	Provide, when available, to identiy the visited PLMN that will either terminate or tunnel the subject's communications to the Home PLMN.

	session alive time
	C
	Provide, when available, to identify the expected maximum duration of the I-WLAN Access being initiated.


8.5.1.3
BEGIN record information

The BEGIN record is used to convey the first event of I-WLAN interworking communication interception.

The BEGIN record shall be triggered when:

-
there is a successful establishment of an I-WLAN tunnel (triggered by AAA server or PDG);

-
the interception of a subject's communications is started and at least one I-WLAN tunnel is established. If more than one I-WLAN tunnel is established, a BEGIN record shall be generated for each I-WLAN tunnel that is established (triggered by AAA server or PDG).

Table 8.8: I-WLAN Tunnel Establishment (successful) BEGIN Record - PDG

	Parameter
	MOC
	Description/Conditions

	observed MSISDN
	
	

	observed IMSI
	C
	Provide at least one and others when available.

	observed NAI
	
	

	event type
	C
	Provide I-WLAN Tunnel Establishment event type.

	event date
	M
	Provide the date and time the event is detected.

	event time
	
	

	WLAN access point name
	C
	Provide to identify the packet data network to which the intercept subject requested to be connected when the intercept subject's WLAN UE is successful at performing a I-WLAN tunnel establishment procedure.

	network identifier
	M
	Shall be provided.

	WLAN local IP address
	M
	Provide to identify the IP address associated with the intercept subject in the WLAN.  

	WLAN remote IP address
	M
	Provide to identify the IP address associated with the intercept subject in the network being accessed by the intercept subject for the I-WLAN tunnel. 

	correlation number
	C
	Provide to allow correlation of CC and IRI and the correlation of IRI records.  

	lawful intercept identifier
	M
	Shall be provided.

	NSAPI
	O
	Provided for additional information.


Table 8.9: I-WLAN Tunnel Establishment (successful) BEGIN Record – AAA Server

	Parameter
	MOC
	Description/Conditions

	observed MSISDN
	
	

	observed IMSI
	C
	Provide at least one and others when available.

	observed NAI
	
	

	event type
	C
	Provide I-WLAN Tunnel Establishment event type.

	event date
	M
	Provide the date and time the event is detected.

	event time
	
	

	WLAN access point name
	C
	Provide to identify the packet data network to which the intercept subject requested to be connected when the intercept subject's WLAN UE is successful at performing a I-WLAN tunnel establishment procedure.

	network identifier
	M
	Shall be provided.

	correlation number
	C
	Provide to allow correlation of IRI records.  

	lawful intercept identifier
	M
	Shall be provided.

	visited PLMN ID
	C
	Provide to identify the visited PLMN, if available.


Table 8.10: Start Of Interception (with I-WLAN Tunnel Established) BEGIN Record - PDG

	Parameter
	MOC
	Description/Conditions

	observed MSISDN
	
	

	observed IMSI
	C
	Provide at least one and others when available.

	observed IMEI
	
	

	event type
	C
	Provide Start Of Interception With I-WLAN Communication Active event type.

	event date
	M
	Provide the date and time the event is detected.

	event time
	
	

	WLAN access point name
	C
	Provide to identify the packet data network to which the intercept subject requested to be connected when the intercept subject's WLAN UE is successful at performing a I-WLAN tunnel establishment procedure.

	network identifier
	M
	Shall be provided.

	WLAN local IP address
	M
	Provide to identify the IP address associated with the intercept subject in the WLAN.  

	WLAN remote IP address
	M
	Provide to identify the IP address associated with the intercept subject in the network being accessed by the intercept subject for the I-WLAN tunnel.   

	correlation number
	C
	Provide to allow correlation of CC and IRI and the correlation of IRI records.

	lawful intercept identifier
	M
	Shall be provided.

	NSAPI
	O
	Provided for additional information.


Table 8.11: Start Of Interception (with I-WLAN Tunnel Established) BEGIN Record – AAA Server

	Parameter
	MOC
	Description/Conditions

	observed MSISDN
	
	

	observed IMSI
	C
	Provide at least one and others when available.

	observed IMEI
	
	

	event type
	C
	Provide Start Of Interception With I-WLAN Communication Active event type.

	event date
	M
	Provide the date and time the event is detected.

	event time
	
	

	WLAN access point name
	C
	Provide to identify the packet data network to which the intercept subject requested to be connected when the intercept subject's WLAN UE is successful at performing a I-WLAN tunnel establishment procedure.

	network identifier
	M
	Shall be provided.

	correlation number
	C
	Provide to allow correlation of IRI records.  

	lawful intercept identifier
	M
	Shall be provided.

	visited PLMN ID
	C
	Provide to identify the visited PLMN, if available.

	WLAN Operator Name
	C
	Provide, when available (at the time of event generation), to identify the WLAN operator serving the intercept subject.  

	WLAN Location Data
	C
	Provide, when available (at the time of event generation), to identify the WLAN location serving the intercept subject.

	WLAN Location Information
	C
	Provide, when available (at the time of event generation), to identify the location information of the WLAN serving the intercept subject.

	NAS IP/IPv6 address
	C
	Provide, when available (at the time of event generation), to identify the address of the NAS serving the intercept subject.

	WLAN UE MAC address
	C
	Provide, when available (at the time of event generation), to identify the MAC address of the intercept subject in the WLAN serving the intercept subject.

	session alive time
	C
	Provide, when available (at the time of event generation), to identify the expected maximum duration of the I-WLAN Access being initiated.


********************************Start of Second Change*********************************

B.7
Intercept related information (and I-WLAN)

Declaration of ROSE operation iwlan-umts-sending-of-IRI is ROSE delivery mechanism specific. When using FTP delivery mechanism, data IWLANUmtsIRIsContent must be considered.

ASN1 description of IRI (HI2 interface)

IWLANUmtsHI2Operations {itu-t(0) identified-organization(4) etsi(0) securityDomain(2) lawfulintercept(2) threeGPP(4) hi2wlan(6) r8(8) version-1 (1)} 

DEFINITIONS IMPLICIT TAGS ::=

BEGIN

IMPORTS 



OPERATION, 



ERROR 




FROM Remote-Operations-Information-Objects 




{joint-iso-itu-t(2) remote-operations(4) informationObjects(5) version1(0)}



LawfulInterceptionIdentifier,



TimeStamp,



Network-Identifier,



National-Parameters,



National-HI2-ASN1parameters,



DataNodeAddress,



IPAddress




FROM HI2Operations




{itu-t(0) identified-organization(4) etsi(0) securityDomain(2)

 



  lawfulIntercept(2) hi2(1) version10 (10)}; -- Imported from TS 101 671

-- Object Identifier Definitions

-- Security DomainId

lawfulInterceptDomainId OBJECT IDENTIFIER ::= {itu-t(0) identified-organization(4) etsi(0)

securityDomain(2) lawfulIntercept(2)}

-- Security Subdomains

threeGPPSUBDomainId OBJECT IDENTIFIER ::= {lawfulInterceptDomainId threeGPP(4)}

hi2wlanDomainId OBJECT IDENTIFIER
::= {threeGPPSUBDomainId hi2wlan(6) r8(8) version-1(1)}

iwlan-umts-sending-of-IRI  OPERATION ::= 

{


ARGUMENT
IWLANUmtsIRIsContent


ERRORS

{ OperationErrors }


CODE

global:{threeGPPSUBDomainId hi2wlan(6) opcode(1)}

}

-- Class 2 operation . The timer shall be set to a value between 3 s and 240 s. 

-- The timer.default value is 60s.

-- NOTE:
The same note as for HI management operation applies.

IWLANUmtsIRIsContent

::= CHOICE

{


iWLANumtsiRIContent


IWLANUmtsIRIContent,

iWLANumtsIRISequence

IWLANUmtsIRISequence
}

IWLANUmtsIRISequence

::= SEQUENCE OF IWLANUmtsIRIContent

-- Aggregation of IWLANUmtsIRIContent is an optional feature.
-- It may be applied in cases when at a given point in time
-- several IRI records are available for delivery to the same LEA destination.

-- As a general rule, records created at any event shall be sent

-- immediately and not withheld in the DF or MF in order to

-- apply aggragation.

-- When aggregation is not to be applied,  

-- IWLANUmtsIRIContent needs to be chosen.

IWLANUmtsIRIContent

::= CHOICE 

{


iRI-Begin-record

[1] IRI-Parameters,
 


iRI-End-record


[2] IRI-Parameters,


iRI-Report-record

[3] IRI-Parameters,
 

   …

}

unknown-version 

ERROR ::= { CODE local:0}

missing-parameter

ERROR ::= { CODE local:1}

unknown-parameter-value
ERROR ::= { CODE local:2}

unknown-parameter

ERROR ::= { CODE local:3}

OperationErrors ERROR ::= 

{ 


unknown-version | 


missing-parameter | 


unknown-parameter-value | 


unknown-parameter 

}

-- These values may be sent by the LEMF, when an operation or a parameter is misunderstood.

IRI-Parameters

::= SEQUENCE 

{


hi2iwlanDomainId



[0]
OBJECT IDENTIFIER,  -- 3GPP HI2 WLAN domain


lawfulInterceptionIdentifier
[2] LawfulInterceptionIdentifier,



-- This identifier is associated to the target.


timeStamp



[3] TimeStamp, 



-- date and time of the event triggering the report. 


initiator 



[4] ENUMERATED 


{



not-Available

(0),



originating-Target
(1),




-- in case of I-WLAN, this indicates that the I-WLAN tunnel disconnect is WLAN UE 




-- requested.



terminating-Target
(2),




-- in case of I-WLAN, this indicates that the I-WLAN tunnel disconnect is network 




-- initiated.


...


} OPTIONAL,


partyInformation 

[5] SET SIZE (1..10) OF PartyInformation OPTIONAL, 



-- This parameter provides the concerned party, the identiy(ies) of the party



-- and all the information provided by the party. 


national-Parameters

[6] National-Parameters OPTIONAL,


networkIdentifier

[7] Network-Identifier OPTIONAL,


i-WLANevent



[8] I-WLANEvent
OPTIONAL,


correlationNumber

[9] CorrelationNumber OPTIONAL,


i-WLANOperationErrorCode[10] I-WLANOperationErrorCode 
OPTIONAL,


i-wLANinformation

[11] I-WLANinformation OPTIONAL,


visitedPLMNID


[12] VisitedPLMNID 
OPTIONAL,


national-HI2-ASN1parameters
[255]
National-HI2-ASN1parameters
OPTIONAL,

...,


nSAPI




[13] OCTET STRING (SIZE (1)) OPTIONAL

}

-- PARAMETERS FORMATS

PartyInformation 


::= SEQUENCE 

{


party-Qualifier 
[0]  ENUMERATED 


{



iWLAN-Target(1),


...


},


partyIdentity 

[1] SEQUENCE 


{



imsi




[2] OCTET STRING (SIZE (3..8)) OPTIONAL,




-- See MAP format [4] International Mobile 




-- Station Identity E.212 number beginning with Mobile Country Code



msISDN




[3] OCTET STRING (SIZE (1..9)) OPTIONAL,




-- MSISDN of the target, encoded in the same format as the AddressString




-- parameters defined in MAP format document TS 29.002 [4]



nai





[7]  OCTET STRING  OPTIONAL,




-- NAI of the target, encoded in the same format as 




-- defined in 3GPP TS 29.234 [41].


...


},


services-Data-Information 
[2] Services-Data-Information OPTIONAL,



-- This parameter is used to transmit all the information concerning the



-- complementary information associated to the basic data call


...

}

CorrelationNumber ::= OCTET STRING (SIZE(8..20))

I-WLANEvent ::= ENUMERATED 

{


i-WLANAccessInitiation 




(1),


i-WLANAccessTermination




(2),


i-WLANTunnelEstablishment



(3),


i-WLANTunnelDisconnect




(4),


startOfInterceptionCommunicationActive
(5),


...

}

-- see [19]

Services-Data-Information ::= SEQUENCE

{


i-WLAN-parameters [1] I-WLAN-parameters OPTIONAL,


...

}

I-WLAN-parameters ::= SEQUENCE 

{


wlan-local-IP-address-of-the-target 
[1] DataNodeAddress OPTIONAL,


w-APN 








[2] OCTET STRING (SIZE(1..100))
OPTIONAL,


-- The Access Point Name (APN) is coded in accordance with



-- 3GPP TS 24.008 [9] without the APN IEI (only the last 100 octets are used).



-- Octets are coded according to 3GPP TS 23.003 [25].


wlan-remote-IP-address-of-the-target 
[3] DataNodeAddress 
OPTIONAL,


...

}

I-WLANOperationErrorCode ::= OCTET STRING

-- The parameter shall carry the I-WLAN failed tunnel establishment reason, the I-WLAN Failed Access -- Initiation reason or the I-WLAN session termination reason.

I-WLANinformation ::= SEQUENCE 

{


wLANOperatorName 




[1] OCTET STRING 

OPTIONAL,


wLANLocationData 




[2] OCTET STRING

OPTIONAL,


wLANLocationInformation 


[3] OCTET STRING

OPTIONAL,


nASIPIPv6Address




[4]
IPAddress


OPTIONAL,


wLANMACAddress





[5]
OCTET STRING

OPTIONAL,


sessionAliveTimer




[6]
SessionAliveTime
OPTIONAL,


...

--These parameters are defined in 3GPP TS 29.234.

}

VisitedPLMNID ::= OCTET STRING

-- The parameter shall carry the VisitedPLMNID as defined in 3GPP TS 29.234. 

SessionAliveTime ::= OCTET STRING

--The parameter shall carry the SessionAliveTime as defined in 3GPP TS 29.234.

END -- OF IWLANUmtsHI2Operations

********************************End of  Changes*********************************
