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Abstract of the contribution: This contribution proposes answers to questions included in the contribution from TPS in tdoc SA3LI13_071 discussed in SA WG3-LI#50.  
1. Introduction
Contribution SA3LI13_071 discussed in SA WG3-LI #51 proposes some comments and highlights room for enhancements to the current specification text in TS 33.107 with reference to functional requirements for LI when KMS based solution is adopted in the IMS media security. The questions/comments below are extracted from SA3LI13_071 and answers are proposed.
Q1: Reference [25] is 3GPP TS 33.328: "IP Multimedia Subsystem (IMS) media plane security".  However, we could not readily find the “get_keys” message in that document.
A1:  The intention of the sentence quoted above from 33.107 is to state that the information to be transferred to the KMS are specified in [25], not the message, which is instead specified in 33.107.

Q2:  If this is a new message defined in 33.107, then we should define it properly in a Stage 3 format and define the procedures for how to use these messages including error procedures (e.g., what happens if no response is received ).  Topics that need to be considered include:

1) How long should the DF/MF wait for a response?
A2.1: This could be an option to be set based on national regulation.
2) What should it do if it does not get a response? For example, should it resend?
A2.2: This could also be a matter of national regulation. However the call and the interception process shall not be affected anyway.
3) What if the response indicates an error?
A2.3: A parameter could be added to the HI2 interface in the IRI report which would have been used to carry the keys in the successful case.
4) What transport protocol is used (e.g., TCP), 
A2.4: The protocol should be as similar to the existing HTTP protocol described in Annex A of 33.328 as possible.

2. Proposal

Discuss the proposed answers above and agree the way forward.
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