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* * * First Change * * * 

[bookmark: _Toc335387797]13.4	UMTS Home Node B (HNB)
Figures 13-1 shows the reference architectures upon which Lawful Interception for 3GPP HNBs is based.    



[bookmark: _MON_1409063160]Figure 13-1: 3GPP UMTS HNB Architecture Basis for Lawful Interception

* * * Second Change * * * 

[bookmark: _Toc335387807]13.5	LTE Home enhanced Node B (HeNB)
Figure 13-3 show the reference architectures upon which Lawful Interception for 3GPP HeNBs is based.  Per TS 36.300 [y], HeNB GW is optional.  


[bookmark: _MON_1409122688]
Figure 13-3: 3GPP LTE HeNBs Architecture Basis for Lawful Interception
In the case where the UE is the target of intercept, LI functionality is specified in clause 12.


[bookmark: _Toc319415156]

* * * End of Changes * * * 
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