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1. Overall Description:

SA3LI thanks SA3 for the information provided in the S3-120257 regarding potential vulnerability in the PRG-based Lawful Intercept solution for MIKEY-IBAKE protocol proposed in TR 33.829 as an extended IMS media plane security solution for users with high security requirements. 
SA3LI received and discussed the solution to the highlighted LI-specific vulnerability described in the attached contribution SA3LI-063. SA3LI kindly asks SA3 to review this solution and determine if suggested modifications to the PRG solution address this vulnerability. 
SA3-LI reminds SA3 that none of the currently specified media security solutions meet the LI requirements for mid-session interception, and if no capability is agreed deployment of media security solutions not meeting LI requirements are very likely to be prevented by national regulations.
2. Actions:

To SA3-LI
ACTION: 

SA3LI kindly asks SA3 to respond with determination of whether suggested modifications to the PRG solution addresses vulnerability highlighted in S3-120257. 

SA3LI also asks SA3 to revisit solutions allowing commencement of Lawful Intercept for IMS media plane sessions in progress.
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