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Discussions that have taken place in TC-LI and in SA3LI gave the indication that there is a need to standardize dynamic triggering. 

The requirements in this document try to support the standardization by giving the scope specific for the dynamic triggering.

Triggering requirements

1
Definitions: 

Activation/Provisioning: 
The initial entering of the target in the admin system 

Invocation: 
The entering of the target ID in the network element(s) that will be involved in the target communication. This includes the start date/time of the surveillance order if the admin system does not have this role.

Revocation: 
Informing the network element(s) that the target ID is no longer valid. 
Dynamic Triggering: 
The passing of an interception obligation for a certain target between network elements. Typically these network elements will belong to the same network, and be under the control of a single network operator. Alternatively, the interception obligation may pass from one network operator to another network operator within the same jurisdiction. The network elements may have been supplied by different vendors.
Note:
It can be questioned if the distinction between Activation and Invocation can be maintained in the situation of dynamic triggering

2
Scope
For the sake of this requirements document it is assumed that the legal framework support Dynamic Triggering. Furthermore the requirements assume a scenario with more provider domains in one juridical domain/country.

The dynamic triggering assumes the capability to check the authenticity of a warrant instantly (real time). Mechanisms to do so (e.g. electronic warrants, trusted third parties) must be part of the dynamic triggering.
3
Product
The intercepted product, the IRI and CC delivered to the LEMF must be complete and without omissions.

The product should not be over complete: the same information should not be delivered more times nor information not related to the target is to be delivered.

Correlation shall be guaranteed across domains.

4
Timing issues

The product must be delivered without undue delay (ETSI definition).

The completeness of the product in general is preferential over the timeliness.

5
Security

The provider that receives the initial warrant shall be able to verify and authenticate the warrant.

The provider that receives the warrant via a “Dynamic Trigger” shall be able to verify and authenticate the warrant.

Verifications and authentications mechanisms must be organized in a way that the completeness of the product without undue delay is provided.

6
Identification

The target ID shall be given by a distinguishing element providing unique identification in the invocated network element(s).
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