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Dear CN2 Members

We are sorry that you were unable to attend our meeting 27-29 January to discuss the questions you have posed to us. We hope this liaison will give you enough information to answer your questions. 

We are aware that for SCP initiated calls LI cannot be fully satisfied especially when the call initiating CAMEL user is an LI target. Solving this problem would have deep impact into the SCP – SSP/MSC interface. Our experience from the past is that a core network protocol is not changed only for the sake of Lawful Interception. 

Recommendation:

1. Not to deny SCP initiated calls due to Lawful Interception.

2. Not to mandate the provision of the Calling Party Number by the SCP if it would reduce the service flexibility, but we recommend using a verified MSISDN for the Calling Party Number when ever possible.

3. Not to extend the MAP interface in order to get a new LI trigger-point in the SCP. Triggering LI should remain in the VMSC or GMSC.

The references below were used to derive our conclusion.
[1]
European Union Council Resolution on the Lawful Interception of Telecommunications (17. January 1995)

[2]
ETSI TS 101 331: "Telecommunications security; Lawful Interception (LI); Requirements of Law Enforcement Agencies".

[3]
GSM 01.33: "Lawful Interception requirements for GSM".

[4]
J-STD-025‑A: "Lawfully Authorized Electronic Surveillance".

[5]
3G TS 33.106: "3GPP Lawful Interception Requirements".
 Best Regards 
Brye Bonner
3GPP SA3 LI Chair

brye.bonner@motorola.com 
