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1 Introduction

During the last 3GPP TSG SA WG3-LI meeting in London (19-21 Nov 2003), we discussed an LS received from 3GPP TSG CN WG2 concerning the impact of lawful interception for SCP initiated calls. After some discussion it was decided to write an answer LS to ask CN2 to be present at the next meeting.

Independent from the fact if someone from CN2 will be present at this meeting or not, Alcatel has tried to find some answers from lawful interception point of view.

2 Discussion

2.1 In general

SCP initiated calls cannot be intercepted without any CLI identity based on MSISDN, IMSI or IMEI at the SSP side. This kind of calls should be intercepted at their terminating VMSC side by means of there called party identity – presuming that this called party identity is also known as LI target. 

2.2 Use of MSRN

The receiving node knows whether it receives an MSISDN or an MSRN, it can distinguish between both.

A Mobile subscriber cannot be accessed via the MSRN, so in this case LI applies in the corresponding VMSC where the mapping from MSRN to the corresponding MSISDN is done via the VLR.  

2.3 Calls to PSTN

Calls to the PSTN may be intercepted at the GMSC with their E.164 number or as an alternative in the corresponding PSTN itself.

2.4 ICA operation

If the gsmSCF sends an ICA operation into a GMSC, then the necessary information for triggering LI may not be available. However also in those cases, the subscribers are attached somewhere to a VMSCs. LI may then apply in that corresponding VMSC where the applicability of LI is mandatory.

3 Conclusion and proposal
We are aware that for SCP initiated calls LI cannot be fully supplied especially when the call initiating CAMEL user is expected to be an LI target. Solving this problem would have deep impact into the SCP – SSP/MSC interface. Our experience from the past is that a core network protocol has never been changed only for the sake of Lawful Interception. 

Recommendation:

1. Not to deny SCP initiated calls due to Lawful Interception

2. Not to mandate the provision of the Calling Party Number by the SCP, if it would reduce the service flexibility, but we recommend using for the Calling Party Number a verified MSISDN when ever it’s possible.

3. Not to extent the MAP interface in order to get a new LI trigger-point in the SCP. Triggering LI shall remain in the VMSC or GMSC.
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