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Meeting minutes
	Doc number
	Notes

	S3-200294, AUSF selection for AKMA, Ericsson
	This is for discussion, was skipped.

	S3-200295, CR to TS 33.501: AUSF Selection for AKMA, Ericsson
	Depends on S3-200296, wass skipped.

	S3-200296, pCR to TS 33.535: Update of the AKMA procedures, Ericsson
SS: comments to 6.1. it is not done today. This is not by default. Need an EN.

E///: commented by HW. This already happens, nothing new. We will align in authenticaiotn result. 
QC: if you have a key identier, it can locate the key profile. If you don’t have a profile, you should use another way to associate the UE.


	QC: UE side, the key identifier should be generated on demand.

Ericsson: The proposal provides options for both UE and network on whether to generate key identifier on demand or right after the primary auth. Should we choose one of them or use both?
QC: UE on demand. Network, if supports, derive right after and being stored with KAUSF.
Samsung: Prefer to do on demand at both UE and network side, have Key ID for kausf does not make sense.

QC: that ID is used to identify UE profile.

Samsung: that can be done via GPSI, use GPSI to locate UDM.

Nokia: supports QC, UE on demand, network right after the primay auth.
Verizon: have k-akma stored with kausf needs more storage, that’s a burden, prefer on demand at network side.

QC: Kakma can be derived on demand. 

HW: generate kakma and k-ID together.
Agreement: UE side, k-ID is generated on demand, network side, no conclusion yet.
Ericsson: use GPSI to locate the UDM.

HW: Use Key ID is another way, use routing ID. Don’t see why UDM has to be involved, extra burden. 
Samsung: only GPSI is not enough. Routing ID still needed.

Apple: QC has a way to create K-ID. The ID is enough. Why do we need to find UDM first.
Samsung: to get the SUPI from UDM.

Ericsson: How does AAnF select AUSF?
QC: K-ID could have sufficient information. Not only routing, but also select AUSF. 
Apple: create the Key ID can be discussed first.

Ericsson: how woud UE know AUSF ID?

QC: K-ID uses information of SUPI, like the realm part in B-TID, bsfdomainname is derived from IMSI.

The rapporteur suggests opening documents about K-ID generation first.

There were also discussions on whether we have multiple AAnFs in the network.

QC: GBA has only one BSF in the network.
Ericsson: Since 5G uses SBA, we need to think there should be multiple.

ZTE: From the network side, maybe multiple. Per UE, there is only one anchor function for one UE.

QC: Agree one UE, only one AAnF.

Ericsson: different AAnFs serve different UEs.

HW: AAnF can not be exposed to AF. From AF point of view, there is only one AAnF, needs NEF.
Ericsson: always go through NEF. UE doesn’t know which AAnF to use, AF knows, only need discovery.

There were also comments from HW and Samsung on figure 6.1-1, step 2-4, no need to mention existing stuff in 33501
Ericsson clarified this already happens, nothing new, will revise accordingly.

	S3-200363, pCR : Deriving AKMA key after UE is registered to 5GS, Qualcom
	Verizon: what’s the lifetime of the Kakma? If kakma is not stored, why store K-ID?
QC: Kakma has the same lifetime as Kasuf. The issue is key ID.

Agreement: Use this document as the baseline to address the EN “Whether the key identifier is generated during the primary authentication or as needed, is FFS.” The UE side, on demand. Add the EN at the network side.

S3-200255 merged in.



	S3-200181, Add description of the KAKMA Key ID allocation, CATT
	CMCC: impacts the primary authen.
Ericsson: Agree with CMCC, don’t want to change.

CATT: understand the issue here.

Agreement: the rapporteur (CMCC) will trigger an email and take care of the final decision.

	S3-200255, The time when the key identifier is generated, Huawei
	Agreement: Merged into S3-200363.

	S3-200365, pCR : Requirements on AKMA Key Identifier, Qualcom
	QC: motivation is to use the idea of B-TID in GBA, need a realm part, also routing info for UE to find the home network.


	S3-200216, AKMA: Key ID generation, Huawei


	Ericsson: need SUPI information
Samsung: using RAND has some problems, it’s not authentication method independent. 
HW:RAND is used in both 5G AKA and EAP AKA’
Samsung:SNPN, uses eap-tls or other authentication method, will not have RAND 

Agreement: Use 200216 as the baseline to capture AKMA key ID generation. Huawei will try to provie a revision, addressing everyone’s concern on this issue.

	S3-200131, resolve EN in clause 6.1, ZTE
	Ericsson：AAnF ID is not available at UE

Agreement: the kakma derivation part is merged into 200392

	S3-200171, AKMA key derivation, Samsung
	Ericsson: no need to use a counter to derive kakma, only one kakma within the lifetime of  kausf

QC: Yes, kakma has implicit lifetime, counter is not needed.

ZTE and CMCC agreed.
Agreement:the kakma derivation part will be merged into 200392. 
This one is used as the baseline to only capture the issue of KAF derivation.

	S3-200256, KAKMA Derivation, Huawei
	QC: FC value is not correct, has been used.

Agreement: merged into 200392

	S3-200392, Derivation of KAKMA and related key identifier,CMCC, Nokia
	CMCC：understand that same comments apply here about AAnF ID, volunteer to do the merge, address the kakma derivation issue.
QC: FC value, we should use new numbers.

CMCC: already created new here.

Agreement: use 200392 as the baseline to capture the kakma derivation issue.


	S3-200132, resolve EN in clause 6.2, ZTE
	No time to open the documents
Agreement: merged into 200171

	S3-200391, Derivation of KAF, CMCC, Nokia
	No time to open the documents

Agreement: merged into 200171


