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Decision/action requested

Approve the proposed contribution providing requirements forprivacy protection of unicast messages over PC5 in TS 33.536
2
References

[1]
3GPP TR 33.836 v0.5.0, Study on Security Aspects of 3GPP support for Advanced V2X Services (Release 16)
3  


Rationale

This contribution provides the requirements for privacy protection of unicast messages over PC5 for normative work. It ports the approved requirements from TR 33.836.
4
Detailed proposal

************************************* Start of Changes *************************************

5.3.2
Requirements

Editor's Note: This clause lists up the requirements that can apply for the unicast mode over NR based PC5 reference point

5.3.2.a
Privacy requirements

The 5G System shall provide means for mitigating trackability attacks on L2 identities during eV2X unicast communications.
The 5G System shall provide means for mitigating linkability attacks on L2 identities during eV2X unicast communications.
************************************* End of changes *************************************

