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1
Overall description
CT1 is working on defining the performance measurement function (PMF) protocol between the UE and the UPF.

The requirement of the PMF protocol is specified in clause 5.32.5 of 3GPP TS 23.501. The PMF protocol messages can be transported in an IP packet when the MA PDU session is of IPv4, IPv6 or IPv4v6 PDU session type, or in an Ethernet frame when the MA PDU session is of Ethernet PDU session type. In addition, CT1 agrees to select UDP as the transport layer of PMF protocol messages when the MA PDU session is of IPv4, IPv6 or IPv4v6 PDU session type.
CT1 would like to ask SA3 to analyse the security aspects of PMF protocol.

2
Actions
To SA3
ACTION: 
CT1 kindly ask SA3 to analyse the security aspects of PMF protocol, and to inform CT1 if any action need to be taken.
3
Dates of next TSG CT WG1 meetings
TSG CT WG1 Meeting 121
11-15 November 2019
Reno (USA)

TSG CT WG1 Meeting 122
24-28 February 2020
Sophia-Antipolis (France)

