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	Reason for change:
	F1 security setup procedure for IAB is not specified in TS 33.501. This contribution proposes F1 security setup procedure using the security mechanisms for F1 interface as specified in clause 9.8.2 of TS 33.501.

	
	

	Summary of change:
	A general clause for the F1 security setup procedure is added.

F1 security for IAB is established using the security mechanisms for F1 interface as specified in clause 9.8.2 of TS 33.501.

Editor’s Note is removed.

Minor editorial fix is made on the clause title.
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**** START OF CHANGES ****
M.3.3 
Security mechanisms for F1 interface between the IAB-node (gNB-DU) and the IAB-donor-CU (Phase-3)  


X.3.3.1
General

The following clause applies to F1 interface between the IAB-node and the IAB-donor.

X.3.3.2
Security mechanisms for the F1 interface
F1 security for IAB is established using the security mechanisms for the F1 interface as specified in clause 9.8.2 of the present document, with IAB node taking the role of gNB-DU and IAB-donor-CU taking the role of gNB-CU.
**** END OF CHANGES ****


