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	Reason for change:
	Removing ambiguity regarding mutual authentication between NFs within same PLMN during Indirect communication, e.g., with SCP as a proxy service node.

	
	

	Summary of change:
	1. Update the following paragrap as proposed in the CR. 
2. Introduce a NOTE under clause 13.3.2:

-	If token-based authorization is used within one PLMN, the service consumer NF shall authenticate the service producer NF at transport layer before trying to access the service API. The service producer NF may authenticate the service consumer NF at transport layer.

NOTE 2: 	During indirect communication between NF and NRF within the same PLMN, mutual authentication is implicit by hop by hop transport layer authentication between the NF and SCP and between the SCP and NRF.
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*************** Start of Change 1 ****************

[bookmark: _Toc19634882][bookmark: _Toc26875948][bookmark: _Hlk36762053][bookmark: _Hlk30490037]13.3.2	Authentication and authorization between network functions 
Authentication between network functions within one PLMN shall use one of the following methods:
-	If the PLMN uses protection at the transport layer as described in clause 13.1, authentication provided by the transport layer protection solution shall be used for authentication between NFs.
-	If the PLMN does not use protection at the transport layer, authentication between NFs within one PLMN may be implicit by NDS/IP or physical security (see clause 13.1).
When an NF receives message from other unauthenticated NF, the NF shall support error handling, and may send back an error message.
If the PLMN uses token-based authorization, the network shall use protection at the transport layer as described in clause 13.1.
Depending on whether token-based authorization is used or not, authentication between network functions shall be performed in one of the following ways:
-	If token-based authorization is used within one PLMN, in the scenario of direct communication, the service consumer NF and the service producer NF shall authenticate each otherthe service producer NF at transport layer before the service consumer NF performs trying to access to the service API. The service producer NF may authenticate the service consumer NF at transport layer. In the indirect communication scenario, mutual authentication is implicit by hop by hop transport layer authentication between the service consumer NF and SCP and the SCP and the service producer NF.
NOTE 1: 	Authentication of the service consumer NF towards the service producer NF will be implicit by authorization, which can only be granted after successful authentication of the service consumer NF towards the NRF.
NOTE 2: 	During indirect communication between a NF and the NRF within the same PLMN, mutual authentication is implicit by hop by hop transport layer authentication between the NF and SCP and between the SCP and NRF.
-	If token-based authorization is not used within one PLMN, service consumer NF and service producer NF shall mutually authenticate before performing access to the service API. The service producer NF shall additionally check authorization of the service consumer NF based on local policy before granting access to the service API. 
NOTE 32: Authentication between network functions in different PLMN is implicit by authentication between NF-SEPP as in clause 13.3.3, SEPP-SEPP as in clause 13.2 and SEPP-NF as in clause 13.3.3.
When local policy check is failed, NF service provider shall support error handling, and may send back an error message.
The present document does not provide a standardised solution for binding 5G SBA REST Service Operations between the PLMN V-SMF and H-SMF over N16 / N32 to GTP-U over N9 in roaming scenarios. To prevent injection or spoofing of UP traffic over N9, it is recommended to use a common firewall that can correlate HTTP/2 methods and GTP-U in order to bind and filter out any malicious traffic on N9. Use of a common firewall may place other implementation restrictions (e.g. co-location of SMF, SEPP and UPF) in order to allow use of a common firewall.
*************** End of Change 1 ****************

