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1
Decision/action requested

This contribution proposes some text for the early clauses of the V2X TS
2
References

[1]
S3-193982V2X TS skeleton
3
Rationale

This contribution proposes to text to make it clear that there are no enhancements made for Uu connectivity for V2X. 
4
Detailed proposal

It is proposed that SA3 agree the below pCR for inclusion in the TS [1]. 
**** START OF CHANGES ****

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[ee]
3GPP TS 33.501: "Security architecture and procedures for 5G system".

**** NEXT OF CHANGES ****
6
Security for V2X over Uu reference point

6.1
General

This clause contains the security and privacy requirements and procedures that meet the requirements over Uu connectivity with 5G core. 
6.2
Security and privacy requirements

There are no additional security or privacy requirements for V2X beyond those given in TS 33.501 [ee] for Uu connectivity with 5G core. 

6.3
Security and privacy procedures

There are no additional security or privacy procedures of V2X beyond those given in TS 33.501 [ee] for Uu connectivity with 5G core. 

NOTE 1: This document does not provide technical solutions to address any privacy concerns specific to V2X service that require privacy for a UE being attached to the network, or that due to the data traversing the network in Uu mode. However, there are general privacy principles applicable outside of 3GPP scope; data minimization and user consent if privacy impacting data collection is unavoidable for providing the V2X service.
**** END OF CHANGES ****

