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1
Decision/action requested

It is proposed to approve this conclusion for KI#1 in TR 33.861
2
References

[1]
3GPP TR 33.861: "Study on evolution of Cellular IoT security for the 5G System (Release 16)".
3
Rationale

In TR 33.861 there are two solutions addressing Key Issue #1: Efficient frequent small data transmissions. The solutions attempt to reduce the overhead caused by sending the MAC-I as it is a relatively large amount of information to send in relation to the actual data sent. Reading the evaluations of respective solution, both solutions may reduce the overhead to some extent. At the same time, they introduce liabilities not justifying the potential gain in overhead reduction.
4
Detailed proposal

***** Start of Change *****

7.X
Key Issue #1: Efficient frequent small data transmissions
It is agreed that the size of the MAC fields or the length of the keys cannot be reduced. Since no relevant performance issues were identified with the Release 15 security mechanisms, it is concluded that no normative work is required for this key issue. 

***** End of Change *****

