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[bookmark: _Toc3886091]-------Start of Changes--------
4.3.4	Protection of application plane signalling
[bookmark: _Toc3886092]4.3.4.1	Application plane signalling security
Application plane signalling security protects application signalling between the MC client and the MCX server. Initial key distribution for application signalling is performed by sending a client-server key (CSK) from the MC client to the MCX Server over the SIP interface. The key is secured using the identity key material provisioned by the Key Management Server.  Following initial key distribution, the MCX server may perform a ‘key download' procedure to update key material, and to key the client to allow multicast signalling to be protected.
There are a variety of types of application plane signalling, including:
-	XML signalling within SIP payloads
-	Control signalling (e.g. RTCP for floor control or transmission control).
-	MCData signalling payloads within SIP payloads.
In each case, the same root key material is used to protect the signalling when the signalling is unicast on the uplink or downlink. Should the signalling be multicast on the downlink, the MCX Server will distribute key material for this purpose and use this key material to protect multicast signalling.
The security architecture is shown in Figure 4.3.4.1-1.
For negotiation of algorithm for application plane signalling protection (particularly for MCData signalling payloads protection), the MCX client shall provide a list of supported algorithms along with the selected algorithm in the initial client-server keying, or the 'key upload' procedure. 
Later, if the MCX server intends to change the selected algorithm, the MCX server shall use the 'key download' procedure, and indicate the intended algorithm as the selected algorithm.
The mechanisms to provide application plane signalling security are defined in clause 9.


Figure 4.3.4.1-1: Application plane signalling security
Application plane signalling security can also be applied between MCX servers. In this case the MCX servers are keyed manually. While not shown in Figure 4.3.4-1, application plane signalling uses SIP and HTTP and hence is also secured up to the SIP core and HTTP proxy respectively.

-------Next Change--------
[bookmark: _Toc3886152]5.4	Key management from MC client to MC server (CSK upload)
The key (CSK) is distributed from the MCX client to the MCX Server(s) using the ‘CSK upload' procedure. The procedure shall use the common key distribution mechanism described in clause 5.2.2, transported over the SIP bearer. Identity hiding may be supported as defined in clause 5.2.6. The MCX Server may respond with a KMS Redirect Response (KRR) as described in clause 5.2.8 (e.g. if the MC client has migrated or is roaming).
The initiating entity of the CSK upload procedure shall be the MCX UE and the receiving entity shall be the MCX Server. With respect to the common key distribution procedure, the initiating entity URI shall be the MCX Service user ID of the user andthe receiving entity URI shall be the MCX Server Domain Security Identifier (MDSI). The MDSI is added to the recipient field (IDRr) of the message. The distributed key, K, shall be the CSK and the distributed identifier K-ID shall be the CSK-ID.
If the MCX client supports multiple algorithms for application layer signalling protection, then the MCX client shall include a list of supported algorithms along with the selected algorithm.
Clause E.4 provides MIKEY message structure for CSK distribution.
Before the CSK upload procedure can be used by the client to securely share the encryption key, the MC user shall first be authorized by KMS for key management services. Once the MC user is authorized, the KMS distributes the user's key material to the client as specified in clause 5.3.3.
The server receives the SIP message with the protected CSK and retrieves it from the message. It associates the MC User's SIP Core identity (IMPU), MC Service user ID (e.g. MCPTT ID) and the received CSK. Identity binding is used to uniquely identify the CSK used in protection of the SIP payload in subsequent SIP messages sent by both the client and the servers within a MC domain.

-------Next Change--------

[bookmark: _Toc3886159]5.8	Key management from MC server to MC client (Key download)
[bookmark: _Toc3886160]5.8.1	General
The 'key download' procedure is used to send keys from the MCX server to the MC client. It is used to distribute Multicast Signalling Keys (MuSiKs) to the MC clients, and it is used to update both the CSKs and MuSiKs. 
Within the 'key download' procedure, keys (CSK or MuSiKs) are encrypted specifically to the MC user and signed using an identity representing the MC Server. Prior to group key distribution, each MC client shall be provisioned by the KMS with time-limited key material associated with the MC User as described clause 5.3. The MC Server shall also be provisioned by the MC KMS with key material for an identity which is authorised to act as an MCX Server.
The key (CSK or MuSiK) is distributed from the MCX Server to a MC client using the security mechanism described in clause 5.2.2, transported over the SIP bearer. End-point diversity is not required as end-points do not encrypt data, hence the extension in clause 5.2.3 is not applied. Additional parameters may be included as defined in clause 5.2.4. The SAKKE-to-self extension may be included as defined in clause 5.2.5. Identity hiding may be supported as defined in clause 5.2.6.
The initiating entity shall be the initiating MCX Server and the receiving entity shall be the terminating MC user. The initiating entity URI shall be the FQDN of the MCX Server (e.g. MDSI of the MC Domain) and the receiving entity URI shall be the MC Service ID of the terminating user.  The distributed key, K, shall be the CSK or MuSiK and the key identifier K-ID shall be the CSK-ID or MuSiK-ID (respectively).
If a list of algorithms with a selected algorithm (for application layer signaling protection) is received from the MCX client in the key upload procedure and if the MCX server intends to change the selected algorithm, then the MCX server shall use the 'key download' procedure, and indicate the intended algorithm as the selected algorithm.
As a result of this 'key download' mechanism, the MC clients receive a new signalling key, CSK or MuSiK, identified by the 4 most significant bits of the key ID. 
-------Next Change--------
[bookmark: _Toc3886448]F.1.5	Calculation of keys for MCData payload protection
The following parameters shall be used to form the input S to the KDF that is specified in annex B of 3GPP TS 33.220 [27]. The key used by the KDF shall be the DPPK:
-	FC = 0x53, (for MCData Payload Protection), 
-	P0 = DPPK-ID.
-	L0 = length of above, expressed in number of bytes (i.e. 0x00 0x17).
The DPPK-ID follow the encoding also specified in annex B of 3GPP TS 33.220 [17].
Where the DPPK is 128-bits, the DPCK shall be 128-bits and hence the 128 least significant bits of the 256 bits of the KDF output shall be used as the signalling protection key. Where the DPPK is 256-bits, the output DPCK shall be 256-bits and hence the entire output of the KDF shall be used.
For MCData signalling parameters and Data signaling payloads protection between client and server (the DPPK is the CSK), where the selected algorithm is DP_AES_128_GCM, the DPCK shall be 128-bits and hence the 128 least significant bits of the 256 bits of the KDF output shall be used as the signalling protection key. Where the selected algorithm is DP_AES_256_GCM, the output DPCK shall be 256-bits and hence the entire output of the KDF shall be used.

-------End of Changes--------
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