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1. Introduction
For 5G NR, the AMF may initiate the AS key re-keying as a part of handover procedure during Xn-handover procedure. While in the current TS 33.501, there is a response message sent to the AMF from the gNB needs to be clarified in Xn-handover in subclause 6.9.2.3.2. Otherwise it will produce ambiguity in the TS 33.501 and result in the execution problem in the implementations, i.e., the gNB/ng-eNB does not know which message should be send to the AMF.
In this contribution, we make two suggestions for the suitable message and kindly propose SA3 to send LS to RAN3 to confirm which message should be used.
2. Discussion
In subclause 6.9.2.3.2, it states the AMF may activate a new 5G NAS security context with a new KAMF to initiate the AS level re-keying describes as follows:

If the AMF had activated a new 5G NAS security context with a new KAMF, different from the 5G NAS security context on which the currently active 5G AS security context is based, but has not yet successfully performed a UE Context Modification procedure, the sent NGAP PATH SWITCH REQUEST ACKNOWLEDGE message shall in addition contain a NSCI (New Security Context Indicator). …The gNB/ng-eNB shall in this case set the value of keySetChangeIndicator field to true in further handovers. The gNB/ng-eNB should in this case perform an intra-gNB-CU/intra-ng-eNB handover immediately and send appropriate response to the AMF.
And in subclause 6.9.4.4 AS key re-keying, it states that,
“In the case of the AS level re-keying fails, the AMF shall complete another NAS security mode procedure before initiating a new AS level re-keying to ensures that a fresh KgNB is used.”
The feature that the AMF may activate a new 5G NAS security context is added for 5G-NR, and it is introduced in the SA3#88bis for the motivation to merge the Path Switch process after Xn Handover with the AS rekeying process. For the AS key re-keying, the result may successful or failure. If the AS level re-keying fails, the AMF shall do  as described in subclause 6.9.4.4.
For this AS level re-keying failure case, there is no description in EPS, as the MME will not activate a new Kasme in X2-Handover. So there is no response message will be send to the MME from the eNB. While for 5G NR, the AMF needs such a response message to decide the next implementation step. But we can't find such a appropriate message from the current TS 38.413 specification. 
3. Detailed Proposal
Option 1 
In order to be compatible with the existing messages, we can make a modification on the Handover Notify message. The definition of Handover Notify message in TS 38.413 is as follows:
This message is sent by the target NG-RAN node to inform the AMF that the UE has been identified in the target cell and the handover has been completed.

Direction: NG-RAN node ( AMF.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	ignore

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	User Location Information
	M
	
	9.3.1.16
	
	YES
	ignore


In order to include the failed scenario, a new IE for the failure case should be introduced into the Handover Notify message with the cause of the failure. 
Option 2
If we don't want to affect the current messages, a new message needs to be defined. This message should contain the new Message Type for AS key rekeying failure and the failure causes.
We do not describe specific modifications here as the specific message definition should follow RAN3 both for Option 1 and Option2. 
Option 3
The gNB can reuse the NGAP PATH SWITCH procedure to inform the AMF the result of the AS key rekeying after the intra cell handover. That is, the gNB may trigger another NGAP PATH SWITCH procedure run during the Xn-handover if the the AS key re-keying is initiated by the AMF.
4. Conclusion
In order to make the current TS 33.501 more clearly, we kindly propose to SA3 to send LS to RAN3 to consider and analyse the above problem, and confirm which message should be used for the AS key rekeying failure case.
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