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**** START OF  CHANGE ****
2
References

**** END OF 1st CHANGES ****
[yy]
IETF RFC 6696: "EAP Extensions for the EAP Re-authentication Protocol (ERP)", July 2012.

**** START OF 2nd  CHANGE ****
7A.b.y Mobility handling for Trusted non-3GPP Access


The EAP Re-authentication Protocol (ERP) may be used, as specified in RFC 6696 [yy], in order to enable the UE move from a source TNAP to a target TNAP within the area of the same TNGF without a need to perform an EAP-5G procedure. In this case, the UE takes the role of the peer, the TNAP takes the role of pass-through authenticator, and the AUSF takes the role of the backend authentication sever.
The ERP procedure is defined in clause 4.12a.9 of TS 23.502[8]. 
The rMSK defined in clause 4.12a.9 of TS 23.502[8] that is sent from TNGF to the target TNAP during the ERP procedure shall be derived based on KTNAN that is sent during registriation procedure. The generation scheme is specified in RFC 6696[yy].
The 4-way Handshake defined in clause 4.12a.9 of TS 23.502[8] may be performed based on configuration.
**** END OF CHANGES ****
