[bookmark: _Toc13244256][bookmark: _GoBack]3GPP TSG SA3 Meeting #97         	                               S3-194044                    
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]Reno, US, 18 – 22 November 2019	                                          revision of S3-19xabc
Source:	Huawei, HiSilicon
Title:	Conclusion for Key Issue #6 
Document for:	Approval
Agenda Item:	8.13 (FS_eV2X_Sec)
1	Decision/action requested
This pCR proposes to add the conclusion of key issue#6 in TR 33.836 
2	References
[1]	TR 33.836 Study on Security Aspects of 3GPP support for Advanced V2X Services
[2]	TS 23.287 Architecture enhancements for 5G System (5GS) to support Vehicle-to-Everything (V2X) services.
[3]	3GPP TS 33.501: "Security architecture and procedures for 5G system".
	
3	Rationale
Solution #5 and clause 5.1 of TS 23.287 [2] mentions that the parameters for V2X communications over PC5 and Uu reference points may be made available to the UE by either preconfiguring in and configured in UICC or  provided/updated by the V2X Application Server via PCF or by the PCF to UE. The security mechanisms available in TS 33.501 [3] cover the protection of these authorization and revocation procedures. 
TS 23.287 [2] also mentions that the parameter provisioning can also be accomplished through V1 reference point. The security of V1 reference point is to be dealt by the application layer security.
Hence it is proposed to conclude that no normative work is required from SA3 for key issue #6.
4	Detailed proposal

*** START OF CHANGES ***
7 	Conclusions
[bookmark: _Toc22735531]7.X	Conclusion on KI #6
For key issue #6 “Security of the UE service authorization and revocation”, it is concluded that no normative work is required.
*** END OF CHANGES ***

