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1
Decision/action requested

Agree to proposed potential security requirements.
2
References

None.
3
Rationale

· The proposed potential secuirty requirement identifies that the NFV Management and Orchestration Function may control the availability of virtulalized network resources for key/required core network functions.
4
Detailed proposal

5.4

Key Issue 3: Availability of Network Functions  

5.4.3
Potential security requirements

Solutions to key issue 3 should increase assurance that virtualised 3GPP NFs, particularly those which are critical to the operation and security of the network, will have access to the required resources for their availability or functionality when sharing resources with other VNFs. Solutions to this KI are expected to be maily handled outside of 3GPP.

NFV Management and Orchestration Function should manage the utilization, traffic distribution, and overload control of the NFs and sub-NFs to ensure availability for key network processes.  
