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Decision/action requested

It is proposed not to pursue Key Issue #09 
2
References
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xxxx
3
Rationale

“Key Issue #9: Minimizing the impact of privacy protection mechanism in the application layer communication” is about to minimizing packet losses when Layer-2 ID changes between UEs. 
Followings can be considered for the KI:
-
Lower-layers do reconfiguration due to various reasons e.g., cell change, RAT change, addition/removal of bearers, etc. I.e, ID change is not the only reason why AS layer performs reconfiguration. For this reconfiguration, AS layer implemented many mechanisms to minimize QoS degradation. E.g., PDCP reordering, status reporting, etc. 
-
Compared to LTE PC5 where only PC5-S exists, NR PC5 introduced PC5-RRC additionally. PC5-RRC is in charge of handling SLRB management and capability management. Thus, when Layer-2 ID is updated in PC5-S layer, PC5-RRC is also involved to properly update SLRB configuration. It will coordinate how and when actual changes of Layer2-ID are made across AS layer, minimizing QoS impact.
-
Whether lower layers support reception and transmission of PDUs using multiple Layer-2 ID for one PC5 Unicast link or whether synchronous changes of configuration are performed between involved UEs can be better handled in other WGs.
-
When Layer2-ID changes due to changes of Application layer ID, it is expected that applicaton layer will have its own mechanism to handle potential loss of packets. When Layer-2 ID changes independent of Application, then AS layer can adjust the time when the actual change of Layer-2 ID is applied with mimized impact on QoS. This will not be different from the case when AS layer needs to do reconfiguration for other reasons than ID change.  
In general, how to minimize packet loss during reconfiguration is in RAN2 area.
4
Detailed proposal





It is proposed to
-
agree on text proposal below;

-
if necessary, send a LS to RAN to remind them to work on this key issue.
*************************************** Start of Changes *******************************************
7
Conclusions

Editor’s Note: This clause contains the agreed conclusions that will form the basis for any normative work.
7.X Conclusions on Key issue #10: Minimizing the impact of privacy protection mechanism in the application layer communication
It is concluded that no normative work is required from security perspective for this key issue. If necessary, this key issue can be addressed in other working groups. 
