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1
Decision/action requested

This document proposes the conclusion on key issue #13. SA3 is kindly requested to approve this doc.
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3
Rationale
In TR 33.835 [1], key issue #13 proposes the key issue on the API for fetching keys, this API curently lies between the AKMA bootstrapping client in UICC and the AKMA app. However, based on the discussion in previous meetings, such API is implementation realted and out scope of 3GPP. There is an editor’s note in this key issue mentioning the UICC-ME interface to support AKMA functions, this interface is in scope of 3GPP and should be clarified in the normative work. Since the detailed AKMA procedures will be specified in the normative work, and requirements on this UICC-ME interface to support AKMA could only be specified after the AKMA procedures being determined, it’s reasonable and suggested that this UICC-ME interface will be considered and clarified in normative work.

4
Detailed proposal

7.5 Evaluation and conclusion on API of AKMA in the UE
It’s concluded that no normative work will be done regarding the API between AKMA bootstrapping client and AKMA app, but the potential changes to the UICC-ME interface achieving AKMA procedures need to be clarified in the normative work.
