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1
Decision/action requested

Aprove pCR for conclusion made to KI#3.
2
References

3
Rationale

It is proposed to conclude the study on KI#3 and allow PLMN to offer the following security features as part of NSaaS: 
· Slice-specific authentication

· UP security policy
Note: the procedure of offering NSaaS features is shown in TS28.531. The expected normative work is simply to add in the above sentence in Chapter 15. 
4
Detailed proposal

pCR 
***
BEGINNING of CHANGES
***
8.2.1
 Conclusions for key issues

For Key Issue #1 Authentication for access to specific Network Slices, a merge of Solution#1, solution#2 and Solution#4 are recommended as the basis for the normative work.s
For Key Issue#2, AMF key separation, it is concluded not to consider in the present document, since the use case that this key issue is addressing, is not concluded in TR 23.740 [5]. 

For Key Issue#3, Security features for NSaaS, Solution#3 is recommended as the basis for the normative work. 

For Key Issue #5, it is recommended that Solution #9 is used as the basis for normative work.
 ***
End of CHANGES
***
