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1
Decision/action requested

Approve the proposed solution for key issue #7
2
References

3
Rationale

In the scenario where the slice specific authentication run was not possible or aborted due to system load, or OAM reasons, it is really not justified to deny the services of the slice to the UE. In such scenarios, it should be possible to the authentication run again. UE and the AMF should be able to perform an authentication run again.
Here a solution is proposed, which is based on the AMF behaviour while load handling.
4
Detailed proposal

***********************     Start of Changes      **************************

7.X
Solution #X Revocation of rejected NSSAIs
7.x.1
Introduction

This solution addresses the Key Issue #7 Cancellation of rejected S-NSSAIs. 

This solution aims to provide a method to revoke if one or more of the allowed NSSAIs are rejected or failed during the slice specific authentication procedure.
7.x.2

Solution details

The slice specific authentication is based on the EAP procedure excuted between the UE and the slice specific AAA. If the EAP authentication was rejected or the authenticator was busy or unable to run the authentication procedure, the EAP procedure doesnot provide error codes or any timer value to provide any hint when to run a re-authentication procedure.  Hence any attempt to re-authenticate the UE for the specific network slice has to be outside of the EAP procedure. Hence to take care of the revocation of the failed or rejected NSSAIs, it should be possible for the AMF to allow a re-authentication run for the specific slice, after a time out period. The AMF may include a time out value to the UE, if configured to do so. It is up to the local configuration of the AMF and the slice AAA how to configure this vale. 
7.x.3
Evaluation 


This solution helps the UE, to run the slice specific authentication again after a time out, incase the authentication for a particular slice is rejected for load or OAM reasons. This solution is similar to the AMF handling of load or congestion conditions already adopted in stage3 specifications. EAP procedure is not impacted and NAS messages to indicate such time outs are already specified in the stage 3 NAS specifications.
*************************  End of Changes   *****************************

