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 In this case, the NAS security context, including the AMF key, used by the UE is different from that used by the Target AMF. This will cause the integrity check of the NAS message to fail, and consequently cause registration failure.  
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***
START OF 1st CHANGES
***
6.X 
Security handling in registration with AMF reallocation

6.X.Y
Idle mobility registration with AMF reallocation
Figure 6.X.Y-1 depicts the security handling in idle mobility registration procedure with AMF reallocation, based on the procedures defined in the clause 4.2.2.2 in TS 23.502 [8].  
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Figure 6.X.Y-1 Security handling of idle mobility registration with AMF reallocation 
When the UE receives the NAS SMC message in step 5, the UE will save the old NAS security context, which was established between the UE and the Old AMF.
In step 9, when the Initial AMF invokes the registration statue update operation to update the registration status, it includes an indicator in the operation request. The indicator is used to notify the Old AMF that AMF reallocation has occurred. 

When later the Old AMF receives the next UE context transfer request from the Target AMF, based on the indicator the Old AMF received from the Initial AMF, the Old AMF will include an indicator in the UE context transfer response, in order to notify the Target AMF of the AMF reallocation. 

The Target AMF, if receives the indicator and decides to use the AMF key in the UE context transfer response, the Target AMF will send the NAS SMC message, with an indication included to notify the UE that the AMF reallocation has occurred.

The UE, if receives the indication in the NAS SMC message from the Target AMF, it will make the old NAS security context the current one, and verify the integrity of the NAS SMC message with the old NAS security context. The UE sends back a Security Mode Complete message.
***
END OF 1st CHANGE
***
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