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1
Decision/action requested

Continued to address the KI.
2
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3
Rationale 
3.1
Introducation 
The scenarios that support the Key Issue “AMF Key separation” are so-called “Mutually exclusive access to slices”. For example, a Public Safety UE is able to access the Public Safety slice (a dedicated slice) when on duty. It can also switch to a public slice when off-duty. 
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In order to avoid potential information leakage (keep forward secrecy) between slices, it is desirable to separate the target AMF keys from the source AMF keys. 
3.2
Status in SA2 and implications to SA3
“Mutually exclusive access to network slices” is one of Key Issues in SA2 study under Enhanced Network Slicing. In order to better support “mutually exclusive slices” in terms of architecture and/or access procedures, two competing proposals, i.e. S2-1901673 [2] and S2-1902757 [3] were presented in SA2 #131 meeting. However, SA2 failed to endorse either one as the R16 solution during a show of hands session S2-1902758 [3]. This conclusion (no endorsement to any new solutions) is equivalent to state that the “Mutually exclusive slices” will be addressed based on and no change to R15 specefication, but with proper network deployment and UE configuration. In any case, the use cases themselves are valid and AMF keys used by the source and the target shall be isolated.   
4
Proposal
Based on the SA2 status, SA3 should continue to address the KI AMF key separation. 
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