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1
Decision/action requested

Agrees to the conclusions for KI#1
2
References

3
Rationale

With the agreement reached in SA2 on slice authentication procedure in R16 TS23.501/TS23.502, it is proposed to conclude the SA3 study on KI#1 on slice authentication, 

4
Detailed proposal

pCR 
***
BEGINNING of CHANGES
***
8.1
Conclusions for key issue #1 - Authentication for access to specific Network Slices
For KI#1, it is concluded that Solution #2 in clause 7.2, with the following essential features, shall be the basis of normative work: 
· Slice Authentication is optional and it is performed after and in addition to Primary Authentication
· The credential used in slice authenticatin is different from that used in Primary Authenticaiton, e.g. SUPI

· Slice Authentication is based on EAP framework where AMF takes the role of passing through Authenticator

· Varied EAP authentication methods are supported and determined between AAA and UE
***
END of CHANGES
***
