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1
Decision/action requested

Aprove pCR with one more security feature identified. 
2
References

3
Rationale

Secondary authentication is PDU-session-specific authentication and is independent to slice-specific authentication. For example, a slice may not require slice authentication by DN but setting up a PDU session in a slice may be required to perform Secondary authentication. 
In one case for certain applications, Secondary authentication may never be used, e.g. all UE always connect to MNO controlled DN. A slice created for such applications may not need to support Secondary authentication at all in order to save network resources. However in another case where an industry vertical requests fine granurality authentication control, PDU-session specific Secondary Authentication, operators may offer them such services. 

In order to make it happen, Secondary Authentication can be identified as one of NSaaS features that offered to slice consumers. 

Note: the procedure of offering NSaaS features to consumers is addressed by SA5. SA3 will only identify security features that could be offered. 
4
Detailed proposal

pCR 
***
BEGINNING of CHANGES
***
7.3
Solution #3 Security features for NSaaS
7.3.1
Introduction

This solution addresses the Key Issue #3 Security features for NSaaS. 

7.3.2
Solution details



Whether a network slice requires slice-specific authentication and whether Secondary authentication for PDU sessions in a network slice is supported, it can be configured for a slice during network slice provisioning. UP security policy (i.e. confidentiality protection and integrity protection) can also be configured for a slice for NSaaS, however PLMN shall be able to ignore that request (e.g. if it goes against its policy on UP protection). 
Note: the management services and procedure for network slice provisioning are specified in clauses 6 and 7 of TS 28.531 [7] respectively
7.3.3
Evaluation 

N.A. 
***
End of CHANGES
***
