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1	Decision/action requested
This contribution proposes a conclusion for the KI#1.
2	References
[1]	TR 33.825 Study on the Security for 5G URLLC	
3	Rationale
Based on the evaluations on solution #5 and solution #7, the solution #7 is recommended for the security of URLLC.
4	Detailed proposal
It is proposed that SA3 approve the below pCR for inclusion in the TR [1].

***** START OF CHANGES *****
[bookmark: _Toc8426477]7.1	Key Issue #1: Security for redundant transmission
For Key Issue #1, it is recommended that the normative work proceed as follows: 
· Solution #4 is used as the baseline to for ensuring that the security protection in case of the redundant traffic is fulfilled by independent N3 tunnels.
· [bookmark: _GoBack]Solution #7 is used as the baseline to ensure security and cryptographic separation for the different radio bearers serving redundant transmissions based on Dual Connectivity architecture. It is agreed that the different UP integrity keys and UP encryption keys are used for the radio bearers serving those redundant transmissions. 
Editor’s Note: A recommended solution for Key Issue #1 covering cryptographic separation for the different radio bearers based on Dual Connectivity architecture for redundant transmission is pending.

***** END OF CHANGES *****

