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1
Decision/action requested

 It is requested to approve the proposed evaluation to solution #4 into TR 33.813.
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3GPP TS 23.502: “Procedures for the 5G System (5GS)”.

3
Rationale

This contribution proposes an evaluation to Solution #4: “Solution for Slice Specific Authentication and Authorization with multiple registrations in the same PLMN", on how it addresses the potential security requirement in Key Issue #1: "Authentication for access to specific Network Slices". It replaces previously submitted S3-191819 that has a typo in the Agenda Item indication in its header. The changes are limited to the Agenda Item typo.
It is requested to SA3, to approve the below proposal for the TR 33.813 [1].

4
Detailed proposal

START OF CHANGE
6.3.3
Evaluation


Key Issue #1 in TR 33.813 [1] is about enabling Slice Specific Authentication and Authorization (SSAA). This solution addresses KI#1 in the context of a UE performing multiple registrations in the same PLMN over different access types.  

The solution builds on top of the adopted solution in TS 23.501[2] and TS 23.502[3] for a single registration over a single access type where the SSAA is performed after the primary authentication (i.e. after the Registration procedure) and EAP messages exchanged during the SSAA procedure are transported over secure NAS messages. 

When the UE registers with a PLMN over a given access type for a network slice that is subject to SSAA, it postpones registration with that PLMN for that same network slice over another access type until the completion of the SSAA procedure. This avoids potential race conditions and unnecessary signalling as a new SSAA procedure may be triggered over the second access type while such a procedure is already ongoing over the first access type.

This solution is complimentary to either solution #1 or solution #2 as they deal with a single registration scenario.

The proposed solution meets the requirement of key issue #1.
END OF CHANGE 
