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1
Decision/action requested

It is proposed to accept this pCR.
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3
Rationale

This contribution proposes the following changes:

1. Adds introduction to clauses 4.2.
2. Adds missing threat references and requirement referneces. Threats are provided in a companion contribution to TR 33.926.
3. Adds the statements that no AUSF-specific test cases according to the security functional requirements on the AUSF deriving from TS 33.501 to clause 4.2.2.
4. Completes the technical baseline
5. Adds various editorial fixes, formatting, etc.
4
Detailed proposal
Please see the attachement.  
