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1	Decision/action requested
This contribution proposes a conclusion on KI#4.
2	References
[1]	TR 33.825 Study on the Security for 5G URLLC	
3	Rationale
Determining security policy for URLLC is application specific and out of the scope of the 3GPP specification. The TS 33.501 already specified how to deliver and enforce the security policy determined by SMF. Therefore, it is proposed to conclude that URLLC application specific policy does not need to be specified.
4	Detailed proposal
It is proposed that SA3 approve the below pCR for inclusion in the TR 33.825 [1].

***** START OF CHANGES *****
[bookmark: _Toc536805384]7.x	Key Issue #4: Security policy for URLLC service
Determining security policy for URLLC is application specific and out of the scope of the 3GPP specification. The TS 33.501 already specified how to deliver and enforce the security policy determined by SMF. Therefore, it is concluded that URLLC application specific policy does not need to be specified.

***** END OF CHANGES *****
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