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1	Decision/action requested
This contribution proposes a pCR for the text for clause 4 security aspects of TR 33.825.
2	References
[bookmark: _GoBack][1]	3GPP TR 23.725 Study on enhancement of Ultra-Reliable Low-Latency Communcation (URLLC) v0.4.0
3	Rationale
The contribution proposes to add the overall security aspects introduction of the URLLC services. 
4	Detailed proposal
It is proposed to approve the following changes for inclusion in TR 33.825.
***	BEGIN CHANGES	***
[bookmark: _Toc521673814][bookmark: _Toc536805191]4	Security aspects of 5G URLLC
Editor’s Note: This clause contains a high-level overview of the 5G URLLC features, the security aspects and the potential impacts on the current Rel-15 security mechanisms. 
    The 5GS defined in TS 23.501 [xx] is used as the baseline network architecture for 5G URLLC. URLLC needs to support both high reliability and low latency. In order to ensure the high reliability, redundant transmission in 5GS is supported on multiple user plane data paths, something that can hardly be achieved by single path on user plane. Accordingly, the applicable security mechanisms for supporting redundant transmission cover all aspect of the communication, including PDU session establishment, handover etc. As for low latency aspect, the other important requirements for URLLC as described in TR 23.725 [xx] include QoS Monitoring to assist URLLC service and optimization for handover procedure, both of which are addressed. The security considerations in this case are covered as well. Moreover, additional security aspects of control plane or user plane optimizations for ensuring the high reliability and reducing latency are also considered together during the whole study and are reflected in the present document.
***	END OF CHANGES	***

