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1. Overall Description:

3GPP SA3 thanks ETSI TC Cyber for their LS (CYBER(18)000054r1/S3-182138) regarding ITU SG17 new
work item "X.5Gsec-q", and for details of the work of the ETSI QSC WG.

[bookmark: _GoBack]As mentioned, SA3 is working on a Study Item: TR 33.841 ‘Study on supporting 256-bit algorithms for 5G’. This focuses on the implications of introducing 256-bit cryptographic keys and algorithms – and whether and where this should be done, based on an assessment of threats and potential countermeasures posed due to quantum computing and a resulting assessment of relevant countermeasures in the 5G system. This includes an alignment with the timeline for strengthening asymmetric cryptographic algorithms used in 5G systems.

Given these activities, and SA3’s role as the 3GPP WG responsible for security and privacy in 5G, SA3 is keen that there not be overlapping standardisation efforts in this area. SG17 is kindly invited to review the current draft TR and provide comments.

2. Actions:
To ITU-T SG17 
ACTION: 3GPP SA3 kindly requests ITU-T SG17 to review the draft TR 33.841 and provide comments.

3. Date of Next TSG-SA WG3 Meetings:
SA3#92Bis	24-28 September 2018			Harbin (China)
SA3#93	12-16 November 2018			Spokane (US)
