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KN3IWF is derived from KAMF and remains valid as long as the UE is connected to the 5GC over non- 3gpp access or until the UE is reauthenticated. 
The the state of the key lifetime of KN3IWF is not clear.
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**** START OF CHANGES ****
6.2.3.3
Key lifetimes

KAUSF, and KSEAF shall be created when running a successful primary authentication as described in clause 6.1.3.

KAMF shall be created in the following cases:

1.
Primary authentication 

2.
NAS key re-keying as described in clause 6.9.4.2

3.
NAS key refresh as described in clause 6.9.4.3

4.
Interworking procedures with EPS (cf. clauses 8 and 10)

In case the UE does not have a valid KAMF, an ngKSI with value "111" shall be sent by the UE to the network, which can initiate (re)authentication procedure to get a new KAMF based on a successful primary authentication.

KNASint and KNASenc are derived based on a KAMF when running a successful NAS SMC procedure as described in clause 6.7.2.

KN3IWF is derived from KAMF and remains valid as long as the KAMF held by the UE is valid when the UE connected to the 5GC over non- 3gpp access or until the UE is reauthenticated. In mobility scenario (e.g. for multiple registrations in the same PLMN), if the target AMF decides to use a new key KAMF received from source AMF, a new generated KN3IWF will be used by the UE and the N3IWF. After completing the key update, both the UE and the N3IWF shall delete the old KN3IWF.
KgNB and NH are derived based on KAMF or KgNB or NH in the following cases:

1.
Inter-gNB-CU-handover as described in clause 6.9.2.3

2.
State transitions as described in clause 6.8

3.
AS key re-keying as described in clause 6.9.4.4

4.
AS key refresh as described in clause 6.9.4.5

The KRRCint, KRRCenc, KUPint and KUPenc are derived based on KgNB after a new KgNB is derived.
**** END OF CHANGES ****

