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1. Overall Description:

SA3 would like to inform that the maximum size of scheme-output for SUPI concealment schemes are defined in the attached approved draft-CR S3-18xxxx. The summary for each scheme is as follows:

· null-scheme

size of input, i.e., size of username in NAI, or MSIN in IMSI,

· Profile <A> scheme
total of 256-bit public key, 64-bit MAC, and size of input;

· Profile <B> scheme
total of 264-bit public key, 64-bit MAC, and size of input.

· Proprietary schemes
total of 700 bits, and size of input.


2. Actions:

To CT1 and CT4.

ACTION: 
SA3 kindly requests CT1 and CT4 to take the above information into account. 


SA3 kindly requests CT1 and CT4 to inform SA3 if the maximum size of input (specifically for NAI) has been decided.
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