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This contribution provides a brief summary of the progress in TCG Working Groups as of April 2018. 

1. TCG – Highlights
· New/modified work items
· none
· Publication of new or revised deliverables (mostly incremental changes from the status reported at SA3#90)
· [bookmark: _Toc346872290]TCG Device Identifier Composition Engine – published March 2018
· TCG SNMP MIB for TPM-based Attestation – public review April 2018
· TCG PC Client Platform Reset Attack Mitigation v1.1 – public review March 2018
· TCG Protection Profile PC Client Specific TPM v1.1 – public review March 2018
· TCG Guidance for Securing Network Equipment – published January 2018
· TCG Trusted Mobility Solutions Use Cases v2 – public review January 2018
· TCG Trusted Software Stack (TSS) specs – public review January 2018
· TCG TPM 2.0 Automotive Thin Profile v1.1 – public review January 2018
· TCG Storage Interface Interactions (SIIS) – public review January 2018
2. Meetings
TCG Members Meeting in San Diego, CA – 18-22 June 2018
TCG Members Meeting in Lisbon, PT – 15-18 October 2018
MPWG meets every Thursday at 10-11 ET
TMS WG meets every Monday and Friday at 12-13 ET


3. Conclusion
It is proposed to add the contents of this contribution in the appropriate section, similar to “Reports and Liaisons from other Groups – TCG” of SA3#91 meeting report.

