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1	Decision/action requested
Approve the text proposed for the empty clause 6.8.1.2.3
2	References
 [1]	TS 33.501 V0.7.0
[2]            TS 23.502 V15.0.0
 
3	Rationale
In the case of non 3gpp access, there are no radio bearers as in the case of 3gpp access. For non 3gpp access, once UE is successfully authenticated, an IPsec tunnel is established between the UE and the interworking function N3IWF. As specified in 23. 502 caluse 4.12.5, correspong to the PDU session of the UE, based on the policies and configuration, N3IWF determines the number of IPsec child SAs to establish and the QoS profiles associated with each IPsec child SA. For example, the N3IWF may decide to establish one IPsec child SA and associate all QoS profiles with this IPsec child SA. In this case, all QoS Flows of the PDU Session would be transferred over one IPsec child SA.
Corresponding to radio bearers in 3gpp access which are mapped to QoS values, for non 3gpp access there are only these child SAs mapped to QoS values. Cryptographically each child SA is different with different key materials excahned as per RFC 7296.
4	Detailed proposal
[bookmark: _Hlk506219468][bookmark: _Toc505326426]********************************** Start of Changes *************************************
6.8.1.2.3	Establishment of keys for cryptographically protected trafficradio bearers in non-3GPP access
This sub-clause applies to establishment of keys for cryptographically protected radio bearers in non-3GPP access only. 
In the case of non- 3gpp access, there are no individual radio bearers set up between the UE and N3IWF. For non 3gpp access, an IPsec tunnel is established between the UE and the interworking function N3IWF. The main SA is used solely for the transport of NAS messages between the UE and the AMF/SMF.
Corresponding to the PDU session of the UE, based on the policies and configuration, N3IWF determines the number of IPsec child SAs to be established and the QoS profiles associated with each IPsec child SA. For example, the N3IWF may decide to establish one IPsec child SA and associate all QoS profiles with this IPsec child SA. In this case, all QoS Flows of the PDU Session would be transferred over one IPsec child SA. N3IWF may also decide to establish different child SAs corresponding to the different QoS flows.
Corresponding to radio bearers in 3gpp access which are mapped to QoS values, for non 3gpp access there are only child SAs mapped to QoS values. Cryptographically each child SA is different with distinct key materials exchanged as per RFC 7296 [25].
Editor’s Note: further description on the establishment of keys for cryptograpically protected radio bearers in non-3GPP access is FFS.


********************************** End of Changes *************************************
