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1. Overall Description

RAN3 would like to thank SA3 for the LS on user plane security policy.
RAN3 has discussed the support of user plane security for NR-RAN in Rel-15 and agreed that in Rel-15 it is feasible to include an indicator to specify whether UP integrity protection is required or not during PDU session establishment.
RAN3 has assumed that such indicator is signaled on a per-PDU-session basis. RAN3 has endorsed the attached pCRs.
2. Actions:
To SA3, SA2
ACTION: 
RAN3 kindly requests SA3/SA2 to take the above into account and provide feedback if needed. 
3. Date of Next RAN3 Meetings:
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